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UNITED STATES DISTRICT COURT 

FOR THE EASTERN DISTRICT OF TEXAS 

MARSHALL DIVISION 

LIONRA TECHNOLOGIES LIMITED, 

Plaintiff, 

v. 

FORTINET, INC., 

Defendant. 

Case No. 2:22-cv-00322 

JURY TRIAL DEMANDED 

COMPLAINT FOR PATENT INFRINGEMENT 

Plaintiff Lionra Technologies Limited (“Lionra”) files this complaint against Defendant 

Fortinet Inc., (“Fortinet” or “Defendant”) alleging infringement of U.S. Patent Nos. 7,302,708, 

7,685,436, 7,921,323, and 8,566,612 (“Patents-in-Suit”). The Accused Products are firewall 

solutions made, used, offered for sale, sold, imported by Defendant in the United States and 

supplied by Defendant to their customers and/or integrated into electronic devices sold in the 

United States. 

Plaintiff Lionra and the Patents-in-Suit 

1. Plaintiff Lionra is a technology licensing company organized under the laws of Ireland,

with its headquarters at The Hyde Building, Suite 23, The Park, Carrickmines, Dublin 18, Ireland. 

2. Lionra is the owner of U.S. Patent No. 7,302,708 entitled “Enforcing Computer Security

Utilizing an Adaptive Lattice Mechanism,” which issued November 27, 2007 (the “’708 patent”). 

A copy of the ’708 patent is attached to this complaint as Exhibit 1. 
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3. Lionra is the owner of U.S. Patent No. 7,685,436, entitled “System and Method for a Secure 

I/O Interface,” which issued March 23, 2010 (the “’436 patent”). A copy of the ’436 patent is 

attached to this complaint as Exhibit 2. 

4. Lionra is the owner of U.S. Patent No. 7,921,323, entitled “Reconfigurable 

Communications Infrastructure for ASIC Networks,” which issued April 5, 2011 (the “’323 

patent”). A copy of the ’323 patent is attached to this complaint as Exhibit 3. 

5. Lionra is the owner of U.S. Patent No. 8,566,612, entitled “System and Method for a Secure 

I/O Interface,” which issued October 22, 2013 (the “’612 patent”). A copy of the ’612 patent is 

attached to this complaint as Exhibit 4. 

6. On information and belief, Fortinet, Inc. is a Delaware corporation with its principal place 

of business at 899 Kifer Road, Sunnyvale California 94086. Defendant may be served through its 

registered agent Corporation Service Company dba CSC – Lawyers Incorporating Service 

Company, 211 E. 7th Street, Suite 620, Austin, Texas 78701. Defendant is registered to do business 

in the State of Texas and has been since at least November 24, 2009. 

7. With respect to the ’708 Patent, the Accused Products include Fortinet’s products, 

including at least FortiWeb Cloud and other Fortinet products with similar functionality. 

8. With respect to the ’436 Patent, the Accused Products include Fortinet’s products, 

including at least the FortiGate-7060 and other Fortinet products with similar functionality.  

9. With respect to the ’323 Patent, the Accused Products include Fortinet’s products, 

including at least the FortiGate-7121F and other Fortinet products with similar functionality.  

10. With respect to the ’612 Patent, the Accused Products include Fortinet’s products, 

including at least the FortiGate-7060 and other Fortinet products with similar functionality.   
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Jurisdiction and Venue 

11. This action arises under the patent laws of the United States, Title 35 of the United States 

Code. This Court has original subject matter jurisdiction pursuant to 28 U.S.C. §§ 1331 and 

1338(a). 

12. This Court has personal jurisdiction over Defendant in this action because, among other 

reasons, Defendant has committed acts within the Eastern District of Texas giving rise to this 

action and has established minimum contacts with the forum state of Texas. Defendant maintains 

a place of business within the State, including at 6111 W. Plano Parkway, Plano, Texas 75093. 

Defendant directly and/or through subsidiaries or intermediaries (including distributors, retailers, 

and others), has committed and continues to commit acts of infringement in this District by, among 

other things, making, using, importing, offering for sale, and/or selling products and/or services 

that infringe the patents-in-suit. Thus, Defendant purposefully availed itself of the benefits of doing 

business in the State of Texas and the exercise of jurisdiction over Defendant would not offend 

traditional notions of fair play and substantial justice. Defendant is registered to do business in the 

State of Texas, and has appointed as their registered agent, Corporation Service Company dba 

CSC – Lawyers Incorporating Service Company, 211 E. 7th Street, Suite 620, Austin, Texas 78701, 

for service of process. 

13. Venue is proper in this district under 28 U.S.C. §1400(b) and 28 U.S.C. §§ 1391(c). 

Defendant has a regular and established place of business in this district at least as set forth above. 

Count 1 – Claim for infringement of the ’708 patent.  

14. Lionra incorporates by reference each of the allegations in paragraphs 1–13 above and 

further alleges as follows: 
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15. On November 27, 2007, the United States Patent and Trademark Office issued U.S. Patent 

No. 7,302,708 entitled “Enforcing Computer Security Utilizing an Adaptive Lattice Mechanism.” 

Ex. 1. 

16. Lionra is the owner of the ’708 patent with full rights to pursue recovery of royalties for 

damages for infringement, including full rights to recover past and future damages. 

17. Each claim of the ’708 patent is valid, enforceable, and patent-eligible. 

18. Lionra and its predecessors in interest have satisfied the requirements of 35 U.S.C. § 287(a) 

with respect to the ’708 patent, and Lionra is entitled to damages for Defendant’s past 

infringement. 

19. Defendant has directly infringed (literally and equivalently) and induced others to infringe 

the ’708 patent by making, using, selling, offering for sale, or importing products that infringe the 

claims of the ’708 patent and by inducing others to infringe the claims of the ’708 patent without 

a license or permission from Lionra. These products include without limitation, Defendant’s 

products, including at least the FortiWeb Cloud, which infringes at least claim 1 of the ’708 patent. 

20. On information and belief, whether or not the preamble is deemed limiting, the FortiWeb 

Cloud performs a method for secure access to a computer system. 

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/477089/bot-mitigation  
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See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/912809/threshold-based-

detection  

21. On information and belief, the FortiWeb Cloud receives in said computer system a request 

from an entity with a predetermined access level for access to a first base node representing at least 

one of an information type and a computer system function. 

 
 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/477089/bot-mitigation  

 

 
 

See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection 

22. On information and belief, FortiWeb Cloud determines if said access request completes a 

prohibited temporal access pattern for said entity. 

 

See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection 
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See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/912809/threshold-based-

detection  

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/912809/threshold-based-

detection  

23. On information and belief, FortiWeb Cloud compares a minimum access level established 

for said first base node to said predetermined access level. 

 

See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection 

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots  

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots  
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See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection  

 

See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection  

24. On information and belief, FortiWeb Cloud grants said access request only if it does not 

complete a prohibited temporal access pattern for said entity, and said minimum access level for 

said first base node does not exceed said predetermined access level. 

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots  

 

See https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-

detection-policy#bot_detection  

Case 2:22-cv-00322-JRG-RSP   Document 1   Filed 08/19/22   Page 7 of 37 PageID #:  7

https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection
https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection
https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection
https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection
https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots
https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection
https://docs.fortinet.com/document/fortiadc/7.0.2/handbook/43621/configuring-a-bot-detection-policy#bot_detection


8 

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots  

25. On information and belief, FortiWeb Cloud denying said request if said access request 

completes a prohibited temporal access pattern for said entity. 

 

 

See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/912809/threshold-based-

detection  
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See https://docs.fortinet.com/document/fortiweb-cloud/latest/user-guide/767135/known-bots  

Count 2 – Claim for infringement of the ’436 patent.  

26. Lionra incorporates by reference each of the allegations in paragraphs 1–25 above and 

further alleges as follows: 

27. On March 23, 2010, the United States Patent and Trademark Office issued U.S. Patent No. 

7,685,436, entitled “System and Method for a Secure I/O Interface.” Ex. 2. 

28. Lionra is the owner of the ’436 patent with full rights to pursue recovery of royalties for 

damages for infringement, including full rights to recover past and future damages. 

29. Each claim of the ’436 patent is valid, enforceable, and patent-eligible. 

30. Lionra and its predecessors in interest have satisfied the requirements of 35 U.S.C. § 287(a) 

with respect to the ’436 patent, and Lionra is entitled to damages for Defendant’s past 

infringement. 

31. Defendant have directly infringed (literally and equivalently) and induced others to infringe 

the ’436 patent by making, using, selling, offering for sale, or importing products that infringe the 

claims of the ’436 patent and by inducing others to infringe the claims of the ’436 patent without 

a license or permission from Lionra. These products include without limitation Defendant’s 

FortiGate-7060E, which infringes at least claim 1 of the ’436 patent. 

32. Defendant also has indirectly infringed at least one claim of the ’436 patent contributorily 

under 35 U.S.C. § 271(c) by offering to sell and selling the Accused Products, knowing the same 

to be especially made or especially adapted for use in an infringement of the ’436 patent, and not 

a staple article or commodity of commerce suitable for substantial non-infringing use.  They do 

not have any substantial non-infringing uses. 
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33. On information and belief, whether or not the preamble is limiting, FortiGate-7060E is a 

security processor for processing incoming packets and outgoing packets.  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 6 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

See Powerful and Innovative Intrusion Prevention Systems FortiGate IPS at p. 2 available at  

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-FortiGateIPS.pdf  

 
 

See https://docs.fortinet.com/document/fortigate/6.0.14/fortigate-7000-

documents/64586/fortigate-7060e      
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See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000-release-

notes/575159/fortigate-6000-and-fortigate-7000-6-0-14-release-notes 

34. On information and belief, the FortiGate-7060E includes a switching system to send the 

outgoing packets and receive the incoming packets.  

 

 
See FortiOS - Parallel Path Processing (Life of a Packet) at p. 9 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading 

 

See https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  
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See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

35. On information and belief, the FortiGate-7060E includes a packet engine, coupled to the 

switching system, to handle classification processing for the incoming packets received by the 

packet engine from the switching system and the outgoing packets sent by the packet engine to the 

switching system, wherein the packet engine is one of a plurality of packet engines and 

substantially all of the incoming packets and outgoing packets to the security processor transit one 
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of the plurality of packet engines, and wherein the incoming packets and outgoing packets are 

provided with a tag upon ingress to one of the plurality of packet engines and the tag determines 

an egress path within the security processor upon exit from a corresponding cryptographic core.  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 10 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 9 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 8 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  
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See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  
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See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/822191/traffic-shaping-priority-

queueing-priq  

 

See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/822191/traffic-shaping-priority-

queueing-priq  

36. On information and belief, the FortiGate-7060E includes a cryptographic core, coupled to 

the packet engine and receiving the incoming packets from the switching system via the packet 

engine and communicating the outgoing packets to the switching system via the packet engine, to 

provide encryption and decryption processing for packets received from and sent to the packet 

engine, wherein the packet engine is interposed between the switching system and the 

cryptographic core.  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 23 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

Case 2:22-cv-00322-JRG-RSP   Document 1   Filed 08/19/22   Page 17 of 37 PageID #:  17

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading
https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading


18 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 22 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

37. On information and belief, the FortiGate-7060E includes a signature database.  

 

See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/48143/intrusion-prevention-

system-ips  

 

See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

38. On information and belief, the FortiGate-7060E includes an intrusion detection system 

coupled between the cryptographic core and the packet engine and responsive to at least one packet 

matching a signature stored in the signature database.  
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See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

 

See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

 

See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/48143/intrusion-prevention-

system-ips  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 22 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

Count 3 – Claim for infringement of the ’323 patent.  

39. Lionra incorporates by reference each of the allegations in paragraphs 1–38 above and 

further alleges as follows: 

40. On April 5, 2011, the United States Patent and Trademark Office issued U.S. Patent No. 

7,921,323, entitled “Reconfigurable Communications Infrastructure for ASIC Networks.” Ex. 3. 
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41. Lionra is the owner of the ’323 patent with full rights to pursue recovery of royalties for 

damages for infringement, including full rights to recover past and future damages. 

42. Each claim of the ’323 patent is valid, enforceable, and patent-eligible. 

43. Lionra and its predecessors in interest have satisfied the requirements of 35 U.S.C. § 287(a) 

with respect to the ’323 patent, and Lionra is entitled to damages for Defendant’s past 

infringement. 

44. Defendant has directly infringed (literally and equivalently) and induced others to infringe 

the ’323 patent by making, using, selling, offering for sale, or importing products that infringe the 

claims of the ’323 patent and by inducing others to infringe the claims of the ’323 patent without 

a license or permission from Lionra. These products include without limitation the FortiGate 

7121F, which infringes at least claim 27 of the ’323 patent. 

45. On information and belief, the FortiGate 7121F is designed and intended for use in a 

communications infrastructure, comprising two or more separate signal processing circuits: 
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See https://docs.fortinet.com/document/fortigate/7.2.1/administration-guide/62403/fgcp 

46. On information and belief, each one of said two or more signal processing circuits includes 

multiple ASIC devices that each itself includes a packet router: 

 

See https://fortinetweb.s3.amazonaws.com/docs.fortinet.com/v2/attachments/606554ae-9284-

11eb-b70b-00505692583a/fim-7921F-guide.pdf at 12. 

 

See https://www.fortinet.com/products/fortigate/fortiasic#np7  
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See https://docs.fortinet.com/document/fortigate/6.0.0/hardware-acceleration/765824/np7-

acceleration  

47. On information and belief, said packet router of each one of said ASIC devices of each 

given one of said respective two or more signal processing circuits being coupled through 

respective first and second common interfaces and an intervening high speed serial optical link to 

a respective packet router of each of the ASIC devices of each other of said two or more signal 

processing circuits with no other processing device intervening between the high speed optical link 

and said ASIC devices of each of said two or more signal processing circuits: 

 

See https://docs.fortinet.com/document/fortigate/7.2.1/administration-guide/62403/fgcp  
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See https://www.cablesandkits.com/learning-center/differences-between-sfp-qsfp 

 

See https://fortinetweb.s3.amazonaws.com/docs.fortinet.com/v2/attachments/606554ae-9284-

11eb-b70b-00505692583a/fim-7921F-guide.pdf at 12. 
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See https://fortinetweb.s3.amazonaws.com/docs.fortinet.com/v2/attachments/606554ae-9284-

11eb-b70b-00505692583a/fim-7921F-guide.pdf at 5. 

 

See https://www.fortinet.com/products/fortigate/fortiasic#np7 
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See https://fortinetweb.s3.amazonaws.com/docs.fortinet.com/v2/attachments/606554ae-9284-

11eb-b70b-00505692583a/fim-7921F-guide.pdf at 7.  

Count 4 – Claim for infringement of the ’612 patent.  

48. Lionra incorporates by reference each of the allegations in paragraphs 1–47 above and 

further alleges as follows: 

49. On October 22, 2013, the United States Patent and Trademark Office issued U.S. Patent 

No. 7,856,612, entitled “System and Method for a Secure I/O Interface.” Ex. 4. 

50. Lionra is the owner of the ’612 patent with full rights to pursue recovery of royalties for 

damages for infringement, including full rights to recover past and future damages. 

51. Each claim of the ’612 patent is valid, enforceable, and patent-eligible. 

52. Lionra and its predecessors in interest have satisfied the requirements of 35 U.S.C. § 287(a) 

with respect to the ’612 patent, and Lionra is entitled to damages for Defendant’s past 

infringement. 

53. Defendant have directly infringed (literally and equivalently) and induced others to infringe 

the ’612 patent by making, using, selling, offering for sale, or importing products that infringe the 

claims of the ’612 patent and by inducing others to infringe the claims of the ’612 patent without 
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a license or permission from Lionra. These products include without limitation Defendant’s 

FortiGate-7060E, which infringes at least claim 1 of the ’612 patent. 

54. Defendant also has indirectly infringed at least one claim of the ’612 patent contributorily 

under 35 U.S.C. § 271(c) by offering to sell and selling the Accused Products, knowing the same 

to be especially made or especially adapted for use in an infringement of the ’612 patent, and not 

a staple article or commodity of commerce suitable for substantial non-infringing use.  They do 

not have any substantial non-infringing uses. 

55. On information and belief, whether or not the preamble is limiting, FortiGate-7060E is a 

security processor for processing incoming packets and outgoing packets.  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 6 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

See Powerful and Innovative Intrusion Prevention Systems FortiGate IPS at p. 2 available at  

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-FortiGateIPS.pdf  
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See https://docs.fortinet.com/document/fortigate/6.0.14/fortigate-7000-

documents/64586/fortigate-7060e  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000-release-

notes/575159/fortigate-6000-and-fortigate-7000-6-0-14-release-notes  

56. On information and belief, the FortiGate-7060E includes a switching system to send the 

outgoing packets and receive the incoming packets.  

 

 
See FortiOS - Parallel Path Processing (Life of a Packet) at p. 9 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading 

 

See https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

Case 2:22-cv-00322-JRG-RSP   Document 1   Filed 08/19/22   Page 28 of 37 PageID #:  28

https://docs.fortinet.com/document/fortigate/6.0.14/fortigate-7000-documents/64586/fortigate-7060e
https://docs.fortinet.com/document/fortigate/6.0.14/fortigate-7000-documents/64586/fortigate-7060e
https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000-release-notes/575159/fortigate-6000-and-fortigate-7000-6-0-14-release-notes
https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000-release-notes/575159/fortigate-6000-and-fortigate-7000-6-0-14-release-notes
https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading
https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading
https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading
https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading


29 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

 

See https://docs.fortinet.com/document/fortigate-7000/6.0.14/fortigate-7000E-

handbook/64586/fortigate-7060e  

57. On information and belief, the FortiGate-7060E includes a packet engine, coupled to the 

switching system, to handle classification processing for the incoming packets received by the 

packet engine from the switching system and the outgoing packets sent by the packet engine to the 
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switching system, wherein the packet engine is one of a plurality of packet engines and 

substantially all of the incoming and outgoing packets to the security processor transit one of the 

plurality of packet engines.  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 10 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

 

See FortiOS - Parallel Path Processing (Life of a Packet) at p. 9 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 8 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

58. On information and belief, the FortiGate-7060E includes a cryptographic core, coupled to 

the packet engine and receiving the incoming packets from the switching system via the packet 

engine and communicating the outgoing packets to the switching system via the packet engine, to 

provide encryption and decryption processing for packets received from and sent to the packet 

engine, wherein the packet engine is interposed between the switching system and the 

cryptographic core.  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 23 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 22 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

59. On information and belief, the FortiGate-7060E includes a signature database.  

 

See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/48143/intrusion-prevention-

system-ips  

 

See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

60. On information and belief, the FortiGate-7060E includes an intrusion detection system 

coupled between the cryptographic core and the packet engine and responsive to at least one packet 

matching a signature stored in the signature database.  
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See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

 

See Mitigating Vulnerabilities: A FortiGate IPS Overview p. 2 available at 

https://www.fortinet.com/content/dam/fortinet/assets/solution-guides/sb-mitigating-

vulnerabilities-fortigate-ips-overview.pdf  

 

See https://docs.fortinet.com/document/fortigate/6.0.0/handbook/48143/intrusion-prevention-

system-ips  
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See FortiOS - Parallel Path Processing (Life of a Packet) at p. 22 available at 

https://docs.fortinet.com/document/fortigate/6.0.0/parallel-path-processing-life-of-a-

packet/478386/packet-flow-ingress-and-egress-fortigates-without-network-processor-offloading  

Jury Trial Demanded 

61. Pursuant to Rule 38 of the Federal Rules of Civil Procedure, Lionra requests a trial by 

jury of any issues so triable by right. 

Prayer for Relief  

 Plaintiff Lionra respectfully requests the following relief from this Court: 
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A. A judgment in favor of Lionra that Defendant have infringed the ’708, ’436, ’323, and ’612 

patents, and that the ’708, ’436, ’323, and ’612 patents are valid, enforceable, and patent-eligible; 

B. A judgment and order requiring Defendant to pay Lionra compensatory damages, costs, 

expenses, and pre- and post-judgment interest for its infringement of the asserted patents, as 

provided under 35 U.S.C. § 284; 

C. Any and all injunctive and/or equitable relief to which Lionra may be entitled including, 

but not limited to, ongoing royalties with respect to Defendant’s infringement of the ’708, ’436, 

’323, and ’612 patents; 

D. A judgment and order requiring Defendant to provide an accounting and to pay 

supplemental damages to Lionra, including, without limitation, pre-judgment and post-judgment 

interest; 

E. A finding that this case is exceptional under 35 U.S.C. § 285, and an award of Lionra’s 

reasonable attorney’s fees and costs; and 

F. Any and all other relief to which Lionra may be entitled. 
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Dated: August 19, 2022  /s/ Reza Mirzaie    

Reza Mirzaie 

CA State Bar No. 246953 

Marc A. Fenster 

CA State Bar No. 181067 

Paul A. Kroeger 

CA State Bar No. 229074 

Neil A. Rubin 

CA State Bar No. 250761 

Jonathan Ma 

CA State Bar No. 312773 

RUSS AUGUST & KABAT 

12424 Wilshire Boulevard, 12th Floor 

Los Angeles, CA  90025 

Telephone: 310-826-7474 

Email: rmirzaie@raklaw.com 

Email: mfenster@raklaw.com 

Email: pkroeger@raklaw.com 

Email: nrubin@raklaw.com 

Email: jma@raklaw.com 

 

ATTORNEYS FOR PLAINTIFF, 

LIONRA TECHNOLOGIES LIMITED  
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