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IN THE UNITED STATES DISTRICT COURT  
FOR THE WESTERN DISTRICT OF TEXAS  

WACO DIVISION 
 
TOPIA TECHNOLOGY, INC., 

Plaintiff, 

v. 

DROPBOX, INC., SAILPOINT 
TECHNOLOGIES HOLDINGS, INC., and 
CLEAR CHANNEL OUTDOOR 
HOLDINGS, INC.  

Defendants. 

 
 
 

Case No. 6:21-cv-01373 
 

JURY TRIAL DEMANDED 
 

 
 

COMPLAINT FOR PATENT INFRINGEMENT 

Plaintiff Topia Technology, Inc., (“Topia” or “Plaintiff”) files this complaint for patent 

infringement against Defendant Dropbox, Inc., (“Dropbox”), SailPoint Technologies Holdings, 

Inc. (“SailPoint”) and Clear Channel Outdoor Holdings, Inc. (“Clear Channel”)(collectively 

“Defendants”), and alleges as follows: 

NATURE OF ACTION 

1. This is an action for patent infringement arising under 35 U.S.C. § 1 et seq., 

including §§ 271, 283, 284, and 285.   

THE PARTIES 

2. Topia is a company organized and existing under the laws of the State of 

Washington with its principal place of business in Tacoma, Washington.  

3. Upon information and belief, Dropbox, Inc. (“Dropbox” or “Defendant”), is a 

corporation organized and existing under the laws of the State of Delaware.  

4. Dropbox has a regular and established place of business in this District, including 

an office in Austin Texas located at 501 Congress Ave, Austin, Texas 78701. Dropbox’s 
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registered agent for service of process is Corporation Service Company d/b/a CSC-Lawyers 

Incorporating Service Company, at 211 E. 7th Street, Suite 620, Austin TX 78701.  

5. Upon information and belief, SailPoint is a corporation organized and existing 

under the laws of  the State of Delaware.  

6. SailPoint has a regular and established place of business in this District, including 

its headquarters in Austin, Texas located at 11120 Four Points Drive, Suite 100, Austin TX 

78726.  SailPoint’s registered agent for service of process is C T Corporation System located at 

1999 Bryan St., STE. 900, Dallas, TX 75201.   

7. Upon information and belief, Clear Channel is a corporation organized and 

existing under the laws of the State of Delaware.  

8. Clear Channel has a regular and established place of business in this District, 

including its headquarters in San Antonio, TX, located at 4830 North Loop, 1604 West, Suite 

111, San Antonio, TX 78249.  Clear Channel’s registered agent for service of process is C T 

Corporation System located at 1999 Bryan St., STE. 900, Dallas, TX 75201.    

JURISDICTION AND VENUE 

9. This Court has original jurisdiction over the subject matter of this action pursuant 

to 28 U.S.C. §§ 1331, 1367, and 1338(a).  

10. Upon information and belief, Dropbox is in the business of providing online 

document storage and synchronization products and services, including products and services 

that infringe Plaintiff’s patents identified below, through Dropbox’s online platforms and mobile 

applications to customers. Upon information and belief, Dropbox has about 700 million users 

across 180 countries, including users in the State of Texas and this District.  
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11. Upon information and belief, Dropbox is subject to personal jurisdiction of this 

Court because it has a regular and established place of business in Austin, Texas, and is a 

resident of this state in this judicial District.  

12. Venue is proper in this Court under 28 U.S.C. §§ 1391 and 1400, because 

Dropbox has committed infringing acts in this District and has a regular and established place of 

business in this District.  

13. Upon information and belief, SailPoint is in the business of using Dropbox 

products and services and providing valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified below, through Dropbox’s online 

platforms and mobile applications to customers.   

14. Upon information and belief, SailPoint is subject to personal jurisdiction of this 

Court because it has a regular and established place of business in Austin, Texas, and is a 

resident of this state in this judicial District.  

15. Venue is proper in this Court under 28 U.S.C. §§ 1391 and 1400, because 

SailPoint has committed infringing acts in this District and has a regular and established place of 

business in this District.  

16. Upon information and belief, Clear Channel is a Dropbox customer and uses 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified below, through Dropbox’s online 

platforms and mobile applications.  

17. Upon information and belief, Clear Channel is subject to personal jurisdiction of 

this Court because it has a regular and established place of business in San Antonio, Texas, and 

is a resident of this state in this judicial District.  
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18. Venue is proper in this Court under 28 U.S.C. §§ 1391 and 1400, because Clear 

Channel has committed infringing acts in this District and has a regular and established place of 

business in this District.  

19. The allegations provided below are exemplary and without prejudice to Plaintiff’s 

infringement contentions that will be provided pursuant to the Court’s scheduling order and local 

civil rules, including after discovery as provided under the Federal Rules of Civil Procedure. In 

providing these allegations, Plaintiff does not convey or imply any particular claim constructions 

or the precise scope of the claims of the asserted patents. Plaintiff’s proposed claim 

constructions, if any, will be provided pursuant to the Court’s scheduling order and local civil 

rules. 

COUNT ONE 

INFRINGEMENT OF U.S. PATENT NO. 9,143,561 

20. Plaintiff incorporates paragraphs 1 through 19 as though fully set forth herein.  

21. U.S. Patent No. 9,143,561 (“the ’561 Patent”), entitled “Architecture For 

Management of Digital Files Across Distributed Network,” issued on September 22, 2015. A 

copy of the ’561 Patent is attached as Exhibit 1.   

22. The ‘561 patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, a copy of the modified electronic file is automatically transferred to at least one other 

device. 

23. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’561 Patent, including the right to assert all causes of action arising under the ’561 Patent and 

the right to all remedies for the infringement of the ’561 Patent.   

24. Claim 1 of the ’561 Patent recites: 
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1. A system, comprising:  

a first electronic device configured to selectively execute a first application, the first 

electronic device being in communication with a second electronic device and 

a third electronic device, each associated with a user wherein the first 

electronic device is configured to:  

receive from a second application executable on the second electronic device a copy 

of a first electronic file automatically transferred from the second application 

when the user modifies a content of the first electronic file; and  

wherein the first electronic device is further configured to receive from a third 

application executable on the third electronic device a copy of a second 

electronic file automatically transferred from the third application when the 

user modifies a content of the second electronic file; and  

wherein the first application is further configured to automatically transfer the 

modified first electronic file copy to the third electronic device to replace an 

older version of the first electronic file stored on the third electronic device 

with the modified first electronic file copy having the content modified by the 

user; and  

automatically transfer the modified second electronic file copy to the second 

electronic device to replace an older version of the second electronic file 

stored on the second electronic device with the modified second electronic 

file copy having the content modified by the user;  

wherein the second application automatically transfers the copy of the modified 

first electronic file to the first electronic device upon determining that a save 

operation has been performed on the modified first electronic file. 
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DEFENDANT DROPBOX 

25. Dropbox offers a suite of products and services, including Dropbox Professional, 

Dropbox Standard and Dropbox Advanced for Businesses and Dropbox Plus and Dropbox 

Family for individuals which practice each and every limitation of one or more claims of 

the ’561 patent.  Dropbox’s products and services include systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, a copy of the modified electronic file is automatically transferred to at least one other 

device. 

26. Dropbox products and services involve systems that include various client and 

server devices and software.  For example, Dropbox has one central hub for online file storage 

that is accessible through client applications on Windows, Mac, Linux, iOS, Android, and web 

browsers.   

27. Dropbox’s server infrastructure includes a first electronic device (e.g., a server 

system) executing an application (e.g., running Dropbox server software).  The first electronic 

device (e.g., the server system) is in communication with a second electronic device (e.g., the 

first client device such as a laptop or a smart phone) and a third electronic device (e.g., the 

second client device such as a laptop or a smart phone).  Dropbox promotes its products and 

services as a system for providing secure access to all of its customers files from any device: 

 

 

https://www.dropbox.com (last visited December 16, 2021) 
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https://www.dropbox.com/features/cloud-storage (last visited December 16, 2021) 
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https://help.dropbox.com/installs-integrations/mobile/access-dropbox (last visited December 

16, 2021) 

 
28. Dropbox maintains a worldwide server infrastructure having multiple servers 

deployed in multiple data centers, including numerous data centers located in the United States.  

Dropbox provides the following overview of its architecture:  

 

https://www.dropbox.com/business/trust/security/architecture (last visited December 16, 

2021) 
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https://help.dropbox.com/accounts-billing/security/physical-location-data-storage (last visited 

December 16, 2021) 
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https://dropbox.tech/infrastructure/the-scalable-fabric-behind-our-growing-data-center-

network (last visited December 16, 2021) 

29. Clients are served by proprietary point of presence Edge servers that are closest. 

United States users are served by geographically proximate servers:    
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https://dropbox.tech/infrastructure/dropbox-traffic-infrastructure-edge-network (last visited 

December 16, 2021) 

30. The first electronic device (e.g., the server system) running Dropbox server 

software and the first and the second electronic client devices (e.g., the first and second client 

devices such as laptop or a smart phone) running Dropbox software are associated with a user.  

Client devices are associated with a logged-in Dropbox user:    

 

https://help.dropbox.com/installs-integrations/sync-uploads/sync-overview (last visited 

December 16, 2021) 

31. The first electronic device (e.g., the server system running Dropbox server 

software) is configured to receive from a second application executable (e.g., Dropbox App) on 

the second electronic device (e.g., the first client device such as a laptop or a smart phone) a 

copy of a first electronic file automatically transferred from the second application when the user 

modifies a content of the first electronic file.   
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32. Dropbox’s server system receives, over a network, a copy of a first file from a 

first client device (e.g., a laptop or a smart phone) associated with a user, the copy of the first file 

being automatically received from the first client device when the user modifies the content of 

the first file stored on the first client device, the copy of the first file being an updated version of 

the first file that is generated from the user modifying the content of the first file in the client 

device.  When a user modifies a file that has been configured to be synched, the Dropbox 

software on the client device will upload the updated version of the file that the user modified to 

Dropbox’s servers: 

 

https://blog.dropbox.com/topics/work-culture/what-is-file-sync (last visited December 16, 

2021) 

33. Dropbox includes a file sync feature that works on client platforms:   

 

 

https://www.dropbox.com/features/sync (last visited December 16, 2021) 
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https://help.dropbox.com/installs-integrations/sync-uploads/sync-overview (last visited 

December 16, 2021)  

34. The first electronic device (e.g., the server system running Dropbox server 

software) is configured to automatically transfer the modified first file copy to the third 

electronic device (e.g., the second client device such as a laptop or a smart phone) to replace an 

older version of the first file stored on the third electronic device (e.g., the second client device) 

with the modified first file copy having the content modified by the user.  Dropbox allows 

multiple client devices to be linked to a user account, and modifying any file on any of the linked 
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client devices will cause the modified metadata and file contents to be uploaded from the device 

to Dropbox’s servers, and then downloaded by any other linked client device.  Dropbox provides 

the following architecture for synchronizing the files across the devices:  

 

 

 

 

https://www.dropbox.com/business/trust/security/architecture (last visited December 16, 

2021) 
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35. Using the Dropbox API, a client device can be configured to automatically make 

an API call to perform a push request for a modified file:  

 

 

https://www.dropbox.com/developers/documentation/http/documentation#files-upload (last 

visited December 16, 2021) 

36. Using the Dropbox API’s Webhooks feature, file metadata will be automatically 

transferred to a client device when a file changes on another client device.  Metadata including a 

change notification is sent first, after which third party apps may request additional change 

details metadata and then file contents:  
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https://www.dropbox.com/developers/reference/webhooks?_tk=guides_lp&_ad=deepdive7&

_camp=webhooks (last visited December 16, 2021) 
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https://www.dropbox.com/developers/reference/content-access-

guide?_tk=guides_lp&_ad=deepdive6&_camp=content_access (last visited December 16, 2021) 

37. The second application (e.g., Dropbox software application running on the first 

client device) automatically transfers the copy of the modified first file to the first electronic 

device (e.g., the server system) upon determining that a save operation has been performed on 

the modified first electronic file.  Saving the file to the client device causes the modified file to 

be automatically transferred to Dropbox’s servers and synced to other devices:    
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https://www.dropbox.com/features/sync (last visited December 16, 2021) 
 

38. The first electronic device (e.g., the server system) is further configured to receive 

from a third application (e.g., a Dropbox App) executable on the third electronic device (e.g., the 

second client device) a copy of a second file automatically transferred from the third application 

when the user modifies a content of the second electronic file, and automatically transfer the 

modified second file copy to the second electronic device (e.g., the first client device) to replace 

an older version of the second file stored on the second electronic device with the modified 

second electronic file copy having the content modified by the user. 

39. On information and belief, Dropbox has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’561 Patent 

under 35 U.S.C. § 271(a) by developing, distributing, operating, using, selling, and/or offering to 

sell Dropbox products and services in the United States without authority.  Included in these acts 

of infringement are situations where user devices and customers of Dropbox products and 

services interact with Dropbox servers to perform file sync operations. 
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40. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’561 Patent under 35 U.S.C. § 

271(b) based on its active marketing and promotion of its Dropbox products and services in the 

United States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ’561 Patent and knowledge that its acts are encouraging infringement. 

41. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’561 Patent under 35 U.S.C. § 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’561 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial non-infringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’561 Patent directly and/or indirectly in violation of 35 

U.S.C. § 271(c). 

DEFENDANT SAILPOINT 

42. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’561 Patent.   

43. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 

data, and monitor for malicious behavior.  
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

44. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 

under the doctrine of equivalents, one or more claims of the ’561 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 
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authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint interact with Dropbox servers to perform file sync operations. 

DEFENDANT CLEAR CHANNEL 

45. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’561 patent.   

46. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

47. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

48. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’561 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations.  

 
COUNT TWO 

INFRINGEMENT OF U.S. PATENT NO. 10,006,942 

49. Plaintiff incorporates paragraphs 1 through 48 as though fully set forth herein.  

50. Plaintiff is the owner by assignment of U.S. Patent No. 10,067,942 (the “’942 

Patent”), entitled “Architecture For Management of Digital Files Across Distributed Network,” 

issued on September 4, 2018. A copy of the ’942 Patent is attached as Exhibit 3.   
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51. The ’942 Patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, a copy of the modified electronic file is automatically transferred to other devices based 

on a communication state of the other devices. 

52. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’942 Patent, including the right to assert all causes of action arising under the ’942 Patent and 

the right to all remedies for the infringement of the ’942 Patent.   

53. For example, claim 1 of the ’942 Patent states: 

1. A system, comprising:  

a first electronic device, associated with a user, configured to: 

receive, via a first application at the first electronic device, a copy of a modified 

first electronic file from a second application at a second electronic device 

associated with the user, wherein the modified first electronic file copy is 

automatically received from the second application responsive to the user 

modifying a content of the first electronic file; 

determine whether the first electronic device is in communication with a third 

electronic device; 

automatically send, via the first application, the modified first electronic file copy 

to a third application at the third electronic device responsive to the 

determination that the first electronic device is in communication with the 

third electronic device and responsive to receiving the modified first 

electronic file copy from the second electronic device; 

receive, via the first application, a copy of a modified second electronic file from 

the third application at the third electronic device associated with the user, 
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wherein the modified second electronic file copy is automatically received 

from the third application responsive to the user modifying a content of the 

second electronic file; 

determine whether the first electronic device is in communication with the second 

electronic device; and 

automatically send, via the first application, the modified second electronic file 

copy to the second application at the second electronic device responsive to 

the determination that the first electronic device is in communication with the 

second electronic device and responsive to receiving the modified second 

electronic file copy from the third electronic device, 

wherein, responsive to sending the modified first electronic file copy to the third 

electronic device, an older version of the first electronic file stored on the third 

electronic device is automatically caused to be replaced with the modified 

first electronic file copy such that the modified first electronic file copy is 

stored on the third electronic device in lieu of the older version of the first 

electronic file, and 

wherein, responsive to sending the modified second electronic file copy to the 

second electronic device, an older version of the second electronic file stored 

on the second electronic device is automatically caused to be replaced with 

the modified second electronic file copy such that the modified second 

electronic file copy is stored on the second electronic device in lieu of the 

older version of the second electronic file. 
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DEFENDANT DROPBOX 

54. In addition to the description in paragraphs 25-41, Dropbox’s products and 

services include systems and methods for sharing electronic files between multiple client 

devices, wherein when a user modifies an electronic file on a device, a copy of the modified 

electronic file is automatically transferred to other devices based on a communication state of the 

other devices. 

55. The first electronic device (e.g., the server system) is configured to determine 

whether the first electronic device is in communication with a third electronic device (e.g., the 

second client device such as a laptop or a smart phone).  Dropbox’s server system and the client 

devices determine that the server is in contact with a respective client device after a period of 

being offline:   

 

https://help.dropbox.com/installs-integrations/sync-uploads/sync-icons (last visited 

December 16, 2021) 
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https://www.dropbox.com/features/sync/work-remotely-offline (last visited December 16, 

2021) 

56. The first electronic device (e.g., the server system) is configured to automatically 

send, via the first application (e.g., application running on the server system), the modified first 

electronic file copy to a third application at the third electronic device (e.g., the second client 

device) responsive to the determination that the first electronic device is in communication with 

the third electronic device and responsive to receiving the modified first electronic file copy from 

the second electronic device (e.g., the first client device). The Dropbox server system will 

automatically send the modified file copy to the client device responsive to the determination 

that the client device is connected to the Dropbox server system and responsive to changes to the 

file in another client device:  

 

https://www.dropbox.com/features/sync (last visited December 16, 2021) 

57. Upon information and belief, Dropbox has infringed and continues to infringe, 

literally or under the doctrine of equivalents, one or more claims of the ’942 Patent by 

developing, distributing, operating, using, selling, and/or offering to sell Dropbox products and 

services in the United States without authority.  Included in these acts of infringement are 

situations where user devices and customers of Dropbox products and services interact with 

Dropbox servers to perform file sync operations. 
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58. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’942 Patent under 35 U.S.C. § 

271(b) based on its active marketing and promotion of its Dropbox products and services in the 

United States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ‘942 Patent and knowledge that its acts are encouraging infringement. 

59. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’942 Patent under 35 U.S.C. § 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’942 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial noninfringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’942 Patent directly or indirectly in violation of 35 U.S.C. 

§ 271(c). 

DEFENDANT SAILPOINT 

60. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’942 patent.   

61. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 

data, and monitor for malicious behavior.  
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

62. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 

Case 6:22-cv-01318-ADA   Document 1   Filed 12/29/21   Page 33 of 170



 34 

under the doctrine of equivalents, one or more claims of the ’942 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 

authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint interact with Dropbox servers to perform file sync operations. 

DEFENDANT CLEAR CHANNEL 

63. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’942 patent.   

64. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

65. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

66. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’942 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations.  

COUNT THREE 

INFRINGEMENT OF U.S. PATENT NO. 10,289,607 

67. Plaintiff incorporates paragraphs 1 through 66 as though fully set forth herein.  

68. Plaintiff is the owner by assignment of U.S. Patent No. 10,289,607 (the “’607 

Patent”), entitled “Architecture For Management of Digital Files Across Distributed Network” 

issued on May 14, 2019. A copy of the ’607 Patent is attached as Exhibit 4.   
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69. The ’607 Patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, a copy of the modified electronic file is automatically transferred to other devices, and 

wherein metadata associated with the modified electronic file is assigned a greater priority than 

the copy of the modified electronic file, and the metadata is automatically transferred to the other 

devices prior to the copy of the modified electronic file. 

70. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’607 Patent, including the right to assert all causes of action arising under the ’607 Patent and 

the right to all remedies for the infringement of the ’607 Patent.   

71. For example, claim 1 of the ’607 Patent states: 

1. A system, comprising:  

server system comprising one or more processors programmed with computer 

program instructions that, when executed, cause the server system to: 

receive, over a network, a copy of a first file from a first client device associated 

with a user, wherein the copy of the first file is automatically received from 

the first client device responsive to the user modifying a content of the first 

file stored on the first client device, the copy of the first file being a version 

of the first file that is generated from the user modifying the content of the 

first file; 

receive, from the first client device, first metadata associated with the version of 

the first file that is generated from the user modifying the content of the first 

file, the first metadata being assigned a first priority greater than a second 

priority assigned to the copy of the first file; 
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determine that the server system is not in communication with a second client 

device associated with the user; 

store the copy of the first file on the server system; 

automatically transfer the first metadata to the second client device based on the 

first priority being greater than the second priority such that the first metadata 

is transferred to the second client device prior to the copy of the first file being 

transferred to the second client device; and 

automatically transfer, over a network, the copy of the first file to the second client 

device associated with the user to replace an older version of the first file 

stored on the second client device, responsive to (i) resuming communication 

with the second client device and (ii) receiving the copy of the first file from 

the first client device. 

DEFENDANT DROPBOX 

72. In addition to the description in paragraphs 54-60, the Dropbox products and 

services include systems and methods for sharing electronic files between multiple devices, 

wherein when a user modifies an electronic file on a device, a copy of the modified electronic 

file is automatically transferred to other devices, and wherein metadata associated with the 

modified electronic file is assigned a greater priority than the copy of the modified electronic 

file, and the metadata is automatically transferred to the other devices prior to the copy of the 

modified electronic file. 

73. Dropbox’s server system receives, over a network, from a client device, metadata 

associated with the updated version of a file that is generated from the user modifying the 

content of the file, the metadata being assigned a priority greater than a priority assigned to the 

copy of the file.   
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74. Dropbox tracks and stores multiple types of metadata associated with stored files:   
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https://help.dropbox.com/files-folders/sort-preview/file-info (last visited December 16, 

2021): 

75. As demonstrated by the Dropbox API, Dropbox tracks and stores additional types 

of metadata for files, including metadata (e.g., client_modified) that is supplied by a client prior 

to uploading a modified file: 
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https://www.dropbox.com/developers/documentation/http/documentation#files-get_metadata 

(last visited December 16, 2021) 

76. Metadata associated with files is stored separately from the file contents, and with 

a higher priority.  When a file is modified on a client device, the client device will also upload 

new metadata for the file. Dropbox’s notification system enforces a priority system where 

changes to file metadata are propagated faster than, and downloaded by other client devices 

before, changes to file content.  Dropbox provides the following architecture:  
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https://www.dropbox.com/business/trust/security/architecture (last visited December 16, 

2021) 

77. Using the Dropbox API, metadata for a modified file will be uploaded with a 

higher priority from the sending client device to Dropbox’s servers before the file contents, 

either using a single file upload call or sequential upload calls for larger files.  The higher-

priority metadata may be passed in an HTTP request header while the lower-priority file content 

may follow in the HTTP request body: 
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https://www.dropbox.com/developers/documentation/http/documentation (last visited 

December 16, 2021) 

78. When a client device comes online in contact with Dropbox’s servers, changed 

files will be automatically transferred to the device.  This automatic transfer is responsive to 

determining that the client device is online and receiving the copy of the modified file from the 

source device:  

 

https://www.dropbox.com/features/sync/work-remotely-offline (last visited December 16, 

2021) 

79. Upon information and belief, Dropbox has infringed and continues to infringe, 

literally or under the doctrine of equivalents, one or more claims of the ’607 Patent by 

developing, distributing, operating, using, selling, and/or offering to sell Dropbox products and 

services in the United States without authority.  

80. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’607 Patent under 35 U.S.C. § 

271(b) based on its active marketing and promotion of its Dropbox products and services in the 

united States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ’607 Patent and knowledge that its acts are encouraging infringement. 

81. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’607 Patent under 35 U.S.C. § 

Case 6:22-cv-01318-ADA   Document 1   Filed 12/29/21   Page 43 of 170



 44 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’607 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial noninfringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’607 Patent directly or indirectly in violation of 35 U.S.C. 

§ 271(c). 

DEFENDANT SAILPOINT 

82. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’607 patent.   

83. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 

data, and monitor for malicious behavior.  
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

84. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 
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under the doctrine of equivalents, one or more claims of the ’607 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 

authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint interact with Dropbox servers to perform file sync operations.  

DEFENDANT CLEAR CHANNEL 

85. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’607 patent.   

86. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

87. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

88. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’607 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations.  

COUNT FOUR 

INFRINGEMENT OF U.S. PATENT NO. 10,642,787 

89. Plaintiff incorporates paragraphs 1 through 88 as though fully set forth herein.  

90. Plaintiff is the owner by assignment of U.S. Patent No. 10,642,787 (the “’787 

Patent”), entitled “Pre-file-transfer update based on prioritized metadata” issued on May 5, 2020. 

A copy of the ’787 Patent is attached as Exhibit 5.   
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91. The ’787 Patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, metadata associated with the modified electronic file is automatically transferred to other 

devices with higher priority before a copy of the modified electronic file is transferred to the 

other devices, which causes a user interface of the other devices to indicate the updated version 

of the modified electronic file. 

92. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’787 Patent, including the right to assert all causes of action arising under the ’787 Patent and 

the right to all remedies for the infringement of the ’787 Patent.   

93. For example, claim 1 of the ’787 Patent states: 

1. A system comprising:  

a server system comprising one or more processors programmed with computer 

program instructions that, when executed, cause the server system to:  

receive, over a network, a copy of a first file from a first client device associated 

with a user, wherein the copy of the first file is automatically received from 

the first client device responsive to the user modifying a content of the first 

file stored on the first client device, the copy of the first file being an updated 

version of the first file that is generated from the user modifying the content 

of the first file;  

receive, over a network, from the first client device, first metadata associated with 

the updated version of the first file that is generated from the user modifying 

the content of the first file, the first metadata being assigned a first priority 

greater than a second priority assigned to the copy of the first file; and  
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automatically transfer, based on the first priority being greater than the second 

priority, the first metadata over a network to a second client device associated 

with the user such that the first metadata is transferred to the second client 

device before the copy of the first file is transferred to the second client 

device,  

wherein, before the copy of the first file is transferred to the second client device: 

(i) the transfer of the first metadata to the second client device causes a file 

representation of the first file presented on a user interface of the second client 

device to be updated based on the first metadata, and  

(ii) instead of the updated file representation of the first file representing a 

version of the first file currently stored on the second client device, the 

updated file representation represents the updated version of the first file that 

is currently stored on the first client device and not currently stored on the 

second client device, and  

wherein at least one of the server system or the first client device comprises a 

priority assignment configuration to assign greater priority to metadata 

associated with files than priority assigned to the files such that at least one 

of the server system or the first client device assigns the first priority to the 

first metadata and the second priority to the copy of the first file based on the 

priority assignment configuration. 

DEFENDANT DROPBOX 

94. In addition to the description in paragraphs 73-82, Dropbox’s server system 

comprises one or more processors running Dropbox server software, and Dropbox’s file sharing 

software running on a first client device and a second client device configure the first client 
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device and the second client device to sync with each other. When a user modifies a content of a 

first file stored on the first client device, Dropbox’s server system receives metadata, with higher 

priority, about the modified first file from the first client device, and automatically transfers the 

metadata to the second client device before a copy of the modified first file, with lower priority, 

is transferred to the second client device. 

95. Based on the higher-priority metadata transferred from the Dropbox server system 

to the second client device, a file representation of the first file presented on a Dropbox user 

interface of the second client device is updated, before the copy of the modified first file is 

transferred to the second client device. The updated file representation represents the updated 

version of the first file that is currently stored on the first client device and not currently stored 

on the second client device. 

96. Based on the metadata downloaded to the second client device in association with 

the modified first file, and prior to receiving the modified first file, a Dropbox user interface of 

the second client device displays a graphical annotation, indicating that the updated version of 

the first file is available for download.  Dropbox provides the following sync icons and symbols 

in the Dropbox folder and in the taskbar (Windows) or menu bar (Mac): 
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https://help.dropbox.com/installs-integrations/sync-uploads/sync-icons (last visited 

December 16, 2021). 
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https://www.totalestimating.com/Dropbox_guide.pdf (last visited October 13, 2021) 

97. The updated file representation indicates that the updated version of the first file 

from the first client device is available for download from the Dropbox’s server system to the 

second client device. 

98. As described in paragraphs 77-79, Dropbox’s server system has a configuration to 

assign greater priority to metadata than priority assigned to the files.  Dropbox’s notification 

system enforces a priority system where changes to file metadata are propagated faster than, and 

downloaded by other client devices before, changes to file content.    

99. Upon information and belief, Dropbox has infringed and continues to infringe, 

literally or under the doctrine of equivalents, one or more claims of the ’787 Patent by 

developing, distributing, operating, using, selling, and/or offering to sell Dropbox products and 

services in the United States without authority.  

100. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’787 Patent under 35 U.S.C. § 
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271(b) based on its active marketing and promotion of its Dropbox products and services in the 

United States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ’787 Patent and knowledge that its acts are encouraging infringement. 

101. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’787 Patent under 35 U.S.C. § 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’787 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial noninfringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’787 Patent directly or indirectly in violation of 35 U.S.C. 

§ 271(c). 

DEFENDANT SAILPOINT 

102. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’787 patent.   

103. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 
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data, and monitor for malicious behavior. 
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

104. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 
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under the doctrine of equivalents, one or more claims of the ’787 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 

authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint interact with Dropbox servers to perform file sync operations. 

DEFENDANT CLEAR CHANNEL  

105. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’787 Patent.   

106. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

107. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

108. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’787 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations. 

COUNT FIVE 

INFRINGEMENT OF U.S. PATENT NO. 10,754,823 

109. Plaintiff incorporates paragraphs 1 through 108 as though fully set forth herein.  

110. Plaintiff is the owner, by assignment of U.S. Patent No. 10,754,823 (the “’823 

Patent”), entitled “Pre-file-transfer availability indication based on prioritized metadata” issued 

on August 25, 2020. A copy of the ’823 Patent is attached as Exhibit 6.  
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111. The ’823 Patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, metadata associated with the modified electronic file is automatically transferred to other 

devices with higher priority, which causes a graphical availability indication of the updated 

version of the modified electronic file to be presented on the other devices, and subsequently the 

copy of the modified electronic file is transferred to the other devices.  

112. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’823 Patent, including the right to assert all causes of action arising under the ’823 Patent and 

the right to all remedies for the infringement of the ’823 Patent.   

113. For example, claim 1 of the ’823 Patent states: 

1. A system comprising:  

a server system comprising one or more processors programmed with computer 

program instructions that, when executed, cause the server system to:  

receive, over a network, a copy of a first file from a first client device associated 

with a user, wherein the copy of the first file is automatically received from 

the first client device responsive to the user modifying a content of the first 

file stored on the first client device, the copy of the first file being an updated 

version of the first file that is generated from the user modifying the content 

of the first file;  

receive, over a network, from the first client device, first metadata associated with 

the updated version of the first file that is generated from the user modifying 

the content of the first file, the first metadata being assigned a first priority 

greater than a second priority assigned to the copy of the first file;  
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automatically transfer, based on the first priority being greater than the second 

priority, the first metadata over a network to a second client device associated 

with the user such that the first metadata is transferred to the second client 

device before the copy of the first file is transferred to the second client 

device,  

wherein, before the copy of the first file is transferred to the second client device:  

(i) the transfer of the first metadata to the second client device causes a 

graphical availability indication of the updated version of the first file to be 

presented at the second client device based on the first metadata, and  

(ii) the graphical availability indication is presented proximate a file icon 

representing the first file on a user interface of the second client device, and  

wherein the graphical availability indication indicates that the updated version of 

the first file generated from the user modifying the content of the first file is 

available to be downloaded from the server system to the second client device; 

and  

subsequent to the transfer of the first metadata to the second client device, transfer 

the copy of the first file to the second client device,  

wherein at least one of the server system or the first client device comprises a 

priority assignment configuration to assign greater priority to metadata 

associated with files than priority assigned to the files such that at least one 

of the server system or the first client device assigns the first priority to the 

first metadata and the second priority to the copy of the first file based on the 

priority assignment configuration.  
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DEFENDANT DROPBOX 

114. In addition to the description in paragraphs 95-102, Dropbox’s server system 

includes one or more processors running Dropbox server software and Dropbox’s file sharing 

software running on a first client device and a second client device configure the first client 

device and the second client device to sync with each other. When a user modifies a content of a 

first file stored on the first client device, Dropbox’s server system receives metadata, with higher 

priority, about the modified first file from the first client device, and automatically transfers the 

metadata to the second client device before a copy of the modified first file, with lower priority, 

is transferred to the second client device. 

115. Based on the higher-priority metadata transferred from the Dropbox server system 

to the second client device, a graphical availability indication of the updated version of the first 

file is presented proximate a file icon representing the first file on a Dropbox user interface of the 

second client device, before the copy of the modified first file is transferred to the second client 

device. The graphical availability indication represents that the updated version of the first file is 

available to be downloaded from the Dropbox server system to the second client device.  

116. Based on the metadata downloaded from Dropbox’s servers to the second client 

device, and prior to receiving the modified file, graphical availability indications are presented 

next to file icons on Dropbox user interface of the second client device to notify the status of 

syncing: 
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https://www.dropbox.com/en_GB/lp/pro/pro_onboarding_desktop_app (last visited 

December 16, 2021) 

117. Subsequent to the metadata transfer, Dropbox’s server system transfers the 

modified file to the linked device.  Once the transfer is completed, the blue icon with two white 

arrows going in a circle indicating sync in progress is changed to a green icon with a white 

checkmark indicating that the file has been updated. 

 

 

https://www.totalestimating.com/Dropbox_guide.pdf (last visited December 16, 2021) 
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118. Upon information and belief, Dropbox has infringed and continues to infringe, 

literally or under the doctrine of equivalents, one or more claims of the ’823 Patent by 

developing, distributing, operating, using, selling, and/or offering to sell Dropbox products and 

services in the United States without authority.  

119. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’823 Patent under 35 U.S.C. § 

271(b) based on its active marketing and promotion of its Dropbox products and services in the 

United States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ’823 Patent and knowledge that its acts are encouraging infringement. 

120. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’823 Patent under 35 U.S.C. § 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’823 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial noninfringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’823 Patent directly or indirectly in violation of 35 U.S.C. 

§ 271(c). 

DEFENDANT SAILPOINT 

121. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’823 patent.   
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122. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 

data, and monitor for malicious behavior.  
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

123. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 
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under the doctrine of equivalents, one or more claims of the ’823 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 

authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint  interact with Dropbox servers to perform file sync operations. 

DEFENDANT CLEAR CHANNEL  

124. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’823 patent.   

125. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

126. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

127. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’823 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations. 

COUNT SIX 

INFRINGEMENT OF U.S. PATENT NO. 11,003,622 

128. Plaintiff incorporates paragraphs 1 through 127 as though fully set forth herein.  

129. Plaintiff is the owner by assignment of U.S. Patent No. 11,003,622 (the “’622 

Patent”), entitled “Architecture For Management of Digital Files Across Distributed Network” 

issued on May 11, 2021. A copy of the ’622 Patent is attached as Exhibit 7.   
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130. The ’622 Patent is generally directed to systems and methods for sharing 

electronic files between multiple devices, wherein when a user modifies an electronic file on a 

device, metadata associated with the modified electronic file is first automatically transferred to 

other devices with higher priority and a copy of the modified file is automatically transferred to 

the other devices to replace an older version of the electronic file stored on the other devices. 

131. Plaintiff is the owner by assignment of all rights, title, and interest in and to 

the ’622 Patent, including the right to assert all causes of action arising under the ’622 Patent and 

the right to all remedies for the infringement of the ’622 Patent.   

132. For example, claim 1 of the ’622 Patent states: 

1. A system comprising:  

a server system comprising one or more processors programmed with computer 

program instructions that, when executed, cause the server system to:  

receive, over a network, a copy of a first file from a first client device associated 

with a user, wherein the copy of the first file is automatically received from 

the first client device responsive to the user modifying a content of the first 

file stored on the first client device, the copy of the first file being a version 

of the first file that is generated from the user modifying the content of the 

first file;  

store the copy of the first file on the server system;  

receive, from the first client device, first metadata associated with the version of 

the first file that is generated from the user modifying the content of the first 

file, the first metadata being assigned a first priority greater than a second 

priority assigned to the copy of the first file;  
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automatically transfer, based on the first priority being greater than the second 

priority, the first metadata to the second client device such that the first 

metadata is transferred to the second client device prior to the copy of the first 

file being transferred to the second client device; and  

automatically transfer, over a network, the copy of the first file to the second client 

device associated with the user to replace an older version of the first file 

stored on the second client device, responsive to receiving the copy of the first 

file from the first client device.  

DEFENDANT DROPBOX 

133. In addition to the description in paragraphs 115-121, Dropbox’s server system 

comprises one or more processors running Dropbox server software and Dropbox’s file sharing 

software running on a first client device and a second client device configure the first client 

device and the second client device to sync with each other. When a user modifies a content of a 

first file stored on the first client device, Dropbox’s server system receives metadata, with higher 

priority, about the modified first file from the first client device, and automatically transfers the 

metadata to the second client device before a copy of the modified first file, with lower priority, 

is transferred to the second client device. Subsequently, Dropbox’s server system automatically 

transfers the copy of the modified first file to the second client device to replace an older version 

of the first file stored on the second client device.  

134. Dropbox’s servers automatically update and sync modified files across linked 

devices, responsive to receiving the copy of the modified file from any one of the linked devices: 
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https://www.dropbox.com/features/sync/work-remotely-offline (last visited December 16, 2021) 

135. Dropbox’s file sync feature automatically transfers the updated version of the file, 

received from the first client device, to the second client device to replace an older version of the 

file stored on the second client device. Thus, any changes to a file made in the first client device 

is automatically transferred to the second client device to replace the previous version of that file 

in the second client device. The synced file is saved on the hard drive of the second client device:  

 

https://help.dropbox.com/installs-integrations/sync-uploads/sync-overview (last visited 

December 16, 2021) 

136. Upon information and belief, Dropbox has infringed and continues to infringe, 

literally or under the doctrine of equivalents, one or more claims of the ’622 Patent by 

developing, distributing, operating, using, selling, and/or offering to sell Dropbox products and 

services in the United States without authority.  
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137. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’622 Patent under 35 U.S.C. § 

271(b) based on its active marketing and promotion of its Dropbox products and services in the 

United States to its customers and prospective customers.  On information and belief Dropbox 

has, and will continue to, intentionally encourage acts of direct infringement with knowledge of 

the ’622 Patent and knowledge that its acts are encouraging infringement. 

138. On information and belief, Dropbox is liable for infringement, literally and/or 

under the doctrine of equivalents, of one or more claims of the ’622 Patent under 35 U.S.C. § 

271(c), because Dropbox has had, and continues to have, knowledge that its Dropbox products 

are especially developed or adapted for a use that infringes the ’622 Patent and constitute a 

material part of the claimed systems and methods.  Dropbox has had, and continues to have, 

knowledge that there are no substantial noninfringing uses for these Products. Dropbox has 

infringed and continues to infringe the ’622 Patent directly or indirectly in violation of 35 U.S.C. 

§ 271(c). 

DEFENDANT SAILPOINT 

139. SailPoint makes and sells valued added integration services and products for 

Dropbox’s online document storage and synchronization products and services, including those 

products and services that infringe Plaintiff’s patents identified above, through Dropbox’s online 

platforms and mobile applications to customers, which practice each and every limitation of one 

or more claims of the ’622 patent.   

140. More specifically, SailPoint’s Identity Governance Platform provides identity 

governance solutions that are integrated with Dropbox products and services, enabling users of 

Dropbox products and services to, among other things, control user access, identify sensitive 

data, and monitor for malicious behavior.  
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https://www.sailpoint.com/integrations/dropbox/ (last visited December 16, 2021) 
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https://www.dropbox.com/app-integrations/sailpoint (last visited December 16, 2021) 

141. On information and belief, SailPoint, in order to develop, support, and provide its 

identity governance solutions, has directly infringed and continues to infringe, literally and/or 
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under the doctrine of equivalents, one or more claims of the ’622 Patent under 35 U.S.C. § 

271(a) by using Dropbox products and services in the United States and abroad without 

authority.  Included in these acts of infringement are situations where devices associated with 

SailPoint  interact with Dropbox servers to perform file sync operations. 

DEFENDANT CLEAR CHANNEL 

142. Clear Channel uses Dropbox’s online document storage and synchronization 

products and services, including those products and services that infringe Plaintiff’s patents 

identified above, through Dropbox’s online platforms and mobile applications to customers, 

which practice each and every limitation of one or more claims of the ’622 patent.   

143. On its website, Dropbox identifies Clear Channel as a user of Dropbox Business. 

 

 

https://www.dropbox.com/business/solutions/media (last visited December 16, 2021) 

144. In 2017, Clear Channel along with Dropbox released a study disclosing Clear 

Channel’s purchase of Dropbox Business licenses for its employees and summarizing the 

commercial benefits from the use of Dropbox Business. A copy of Clear Channel’s study is 

attached as Exhibit 2.  
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https://www.insightsforprofessionals.com/management/leadership/dropbox-businss-and-

clear-channel-outdoor/download (last visited December 16, 2021) 

145. On information and belief, Clear Channel has directly infringed and continues to 

infringe, literally and/or under the doctrine of equivalents, one or more claims of the ’622 Patent 

under 35 U.S.C. § 271(a) by using Dropbox products and services in the United States and 

abroad without authority.  Included in these acts of infringement are situations where devices 

associated with Clear Channel interact with Dropbox servers to perform file sync operations.  

 

PRAYER FOR RELIEF 

WHEREFORE, Plaintiff respectfully requests the Court enter judgement against the 

Defendants: 

a. Declaring that the Defendants have infringed the ’561, ’942, ’607, ’787, ’823, 

and ’622 Patents; 
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b. Awarding Plaintiff its damages suffered as a result of the Defendants’ infringement of 

the ’561, ’942, ’607, ’787, ’823, and ’622 Patents, including pre-judgement and post-

judgement interest and supplemental damages for any continuing post-verdict or post-

judgement infringement with an accounting as needed; 

c. An order enjoining Defendants, their officers, agents, employees, attorneys, and all 

other persons or entities acting in concert, participation or in privity with one or more 

of them, and their successors and assigns, from infringing 

the ’561, ’942, ’607, ’787, ’823, and ’622 Patents; 

d. A judgment declaring that this is an exceptional case and awarding Plaintiff’s 

reasonable attorneys’ fees and costs in this action, as provided by 35 U.S.C. § 285; 

e. A judgment, declaration or order that Defendant’s infringement is willful and 

increasing damages under 35 U.S.C. § 284; 

f. Awarding Plaintiff its costs, attorney’s fees, expenses, and interest; and  

g. Granting Plaintiff such further relief which may be requested and as the Court find 

appropriate.  

 

DEMAND FOR A JURY TRIAL 

Plaintiff demands a trial by jury on all issues so triable in this Complaint. 
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Dated: December 29, 2021  Respectfully submitted, 
 
 
 
OF COUNSEL: 
 
Raja N. Saliba 
Michael R. Dzwonczyk 
Chidambaram S. Iyer 
Mark Boland 
 
SUGHRUE MION, PLLC 
2000 Pennsylvania Ave., NW 
Washington, DC 20037 
(202) 293-7060 
mboland@sughrue.com 
rsaliba@sughrue.com  
mdzwonczyk@sughrue.com 
ciyer@sughrue.com 
 
 
 

/s/ Raymond W. Mort, III 
Raymond W. Mort, III 
Texas State Bar No. 00791308 
raymort@austinlaw.com 
 
THE MORT LAW FIRM, PLLC 
100 Congress Ave, Suite 2200 
Austin, Texas 78701 
Tel/Fax: (512) 865-7950 
 
ATTORNEYS FOR PLAINTIFF 
TOPIA TECHNOLOGY, INC. 
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For more information on  
Dropbox Business, contact 
sales@dropbox.com or visit  
dropbox.com/business.

Clear Channel 
Outdoor
In January 2017, Clear Channel purchased 1,200 enterprise Dropbox 
licenses to provide an enhanced security and collaboration 
experience for end users. Through three business cases, this study 
outlines the total return on investment achieved by Clear Channel as a 
result of its deployment. The study’s findings are summarized below.

Dropbox is giving Clear Channel’s end 
users time to focus on more important 
work. With each end user saving 9 hours 
per year on collaboration tasks and with 
800 total hours of downtime avoided, 
Dropbox is driving $428k of total value 
in productivity gains per year

Moving data to Dropbox is allowing 
Clear Channel to deprecate 63 
serversacross over 30 markets. This 
is driving enhanced security and data 
recoverability, while producing $249k in 
annual cost savings 

By moving to Dropbox, Clear Channel is 
protecting critical assets, including 49 
TB of data previously saved to on-prem 
servers and 17 TB of data previously 
saved to personal Dropbox accounts

“At Clear Channel, we strive to create a world-class work environment with 
the top technologies available. We’ve achieved a return on investment 
of over 500% with Dropbox, while taking a giant step to modernize our IT 
strategy and enhance collaboration across our company.”

Nichole Boatsman
IT Director

1,400  
days of working time 
saved per year 

66 TB
of data secured in Dropbox

63
servers removed from use

$677k  
total financial benefit

541%  
return on investment
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Team Folder allows users to be organized in groups and share files internally or 
externally at any level of folder structure. Clear Channel estimates that through 
its ability to enable remote collaboration, maintain reliable connectivity and 
make file recovery and permissioning self-serve, Team Folder saves each of its 
users 10 minutes a week.

Below is an example of the kinds of process improvements driving this benefit.

Business case #1

Team folder deployment

Process before Dropbox Process with Dropbox

“Collaborating with Team 
Folder makes colleagues 
located across the 
country feel like they’re 
a couple desks away. 
I’m not only saving time, 
but also working with 
these colleagues more 
frequently.”

Jennifer Hurley
Director of Marketing Operations

Corporate 
Marketing (NY)

Marketing
Ops (LA)

Digital Asset 
Manager

Feedback
over e-mail

New York-
based server WeTransfer

OptionOption

1 2

VPN

Corporate 
Marketing (NY)

Marketing
Ops (LA)

Digital Asset 
Manager

Final
Location

Marketing
Team Folder

Feedback 
in Dropbox

Product
integration

•	 2x per week, the LA-based marketing ops team collects 
assets from the NY-based corporate marketing team 
and adds them to the DAM

•	 Connecting to a NY-based file server to download the 
assets is challenging due to a faulty VPN

•	 When that fails, the corporate marketing team uses 
WeTransfer to share the files

•	 Either option requires logging in, downloading the asset 
and uploading it to the DAM 

•	 Feedback happens over e-mail, creating additional 
delays and confusion to share the files

•	 All assets are created in a Marketing team folder, which 
both teams have access to

•	 As work is completed, the team folder automatically 
stays updated, so assets are  accessible to the marketing 
ops team at any time

•	 Feedback is given using Dropbox comments, keeping 
work and communication in one place and limiting the 
use of e-mail

•	 A process that once took 5 minutes now takes a few 
seconds to complete, saving each marketing ops user 
10 minutes per week

$398k 
total financial 
benefit

10
minutes saved per 
end user per week

1,300 
total days of 
working time 
saved per year
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For more information on Dropbox Business, contact sales@dropbox.com or visit dropbox.com/business.

$30k

$279k

$225k

$24k

Business case #2

Data migration to cloud

Results Business ImpactFinancial Impact

$279k 
total financial 
benefit

63
total file servers 
removed from use

100 
total days of 
working time  
saved per year

“I am thrilled with the amount of money we’re saving year-over-year by 
deprecating 60+ file servers and deploying Dropbox. But what is even 
better is that we’re no longer wasting resources maintaining hardware 
across 30 locations. That’s now in expert hands at Dropbox, allowing 
us to focus on our jobs.”

Nichole Boatsman
IT Director

Before Dropbox, 7% of Clear Channel 
employees experienced a server outage 
and 1% of employees experienced a 
computer crash once per year, resulting 
in 808 hours of lost work time. Dropbox 
allows work to be done on any device, 
producing $30k per year of value in 
additional work time 

Clear Channel previously hosted  
43 GB of data on SharePoint and paid 
$24k annually in hosting fees 

Before deploying Dropbox, Clear 
Channel maintained 63 on-prem 
servers. With Dropbox, these servers 
will be deprecated, saving $225k  
per year in server replacement  
and space costs

30k
value of time saved

24k
total SharePoint 
cost savings

225k
server cost 
savings per year
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Business case #3

Security improvements

49 TB on-prem server data

17 TB end user data in 
personal accounts 

“With over 17 TB of data 
in personal accounts, 
our employees made 
it clear that Dropbox is 
an important space for 
getting work done at 
Clear Channel. And as 
CTO, it’s my responsibility 
to ensure this work gets 
done securely.”

Christian Aaselund
CTO

66 TB 
of data secured 
with Dropbox

550
personal Dropbox 
accounts secured

75
devices remote 
wiped by IT

Before deploying Dropbox Enterprise, Clear Channel had 49 TB 
of data saved to on-prem servers across 34 locations.  

Migrating all this data to Dropbox will improve security by:

•	 Increasing corporate visibility and control of user data

•	 Improving IT’s ability to recover lost user data

•	 Enabling remote data wipe of employee devices

Before deploying Dropbox Enterprise, 550 employees created 
personal Dropbox accounts with their Clear Channel e-mail 
addresses and saved 17 TB of company data to these accounts. 

With the account capture feature, Clear Channel was able to secure 
this data by immediately adding all these users to their Dropbox 
Business account.

With Dropbox Business, it takes just a few 
clicks to suspend a user, wipe all Dropbox 
data from their devices and prevent him from 
logging into his account. This ensures company 
data lost to stolen devices or former employees 
doesn’t end up in the wrong hands.

Since purchasing Dropbox Enterprise, Clear 
Channel’s IT team has remote wiped over 
75 employee devices, ensuring that Clear 
Channel’s data stays where it belongs.

Feature deep dive
User suspension and remote wipe
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