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UNITED STATES DISTRICT COURT  
FOR THE DISTRICT OF  

DELAWARE 
 

Portus Singapore Pte LTD, and  
Portus Pty Ltd., 

 

Plaintiffs,  

v. Cause No. _______________ 

Owlet Inc.,   Jury Trial Demanded 

Defendant.  

 
COMPLAINT FOR PATENT INFRINGEMENT 

Plaintiffs Portus Singapore Pte Ltd. and Portus Pty Ltd. (“Plaintiffs”) file this complaint for 

patent infringement against Defendant Owlet Inc. (“Defendant”) and in support alleges as follows: 

NATURE OF THE ACTION 

1. This is a civil action arising under the Patent Laws of the United States, 35 U.S.C. § 

271, et seq. 

THE PARTIES 

2. Plaintiff Portus Singapore Pte Ltd. is a company organized under the laws of the 

Republic of Singapore. 

3. Plaintiff Portus Pty Ltd. is a subsidiary of Portus Singapore Pte Ltd., and a company 

organized under the laws of Australia. 

4. Owlet, Inc. is a corporation organized and existing under the laws of Delaware and 

may be served through its registered agent The Corporation Service Company at 251 Little Falls 

Drive, Wilmington, Delaware 19808.   
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5. Defendant makes, imports, offers to sell, sells, and uses the accused devices in the 

United States, including in the State of Delaware generally and this judicial district in particular. 

 
JURISDICTION AND VENUE 

6. This Court has jurisdiction over the subject matter of this action asserted herein under 

the Patent Laws of the United States, United States Code, Title 35.  This is an action for patent 

infringement that arises under the patent laws of the United States, 35 U.S.C. § 271, et seq. 

7. This Court has original subject matter jurisdiction under 28 U.S.C. §§ 1331 and 

1338(a). 

8. This Court has personal jurisdiction over Defendant. Defendant has sustained and 

systematic activities in this District and is committing infringing acts in Delaware and this District.  

Defendant regularly conducts business in the State of Delaware and within this District, including 

the sales of the accused products that are the subject of this patent infringement lawsuit.  

9. Venue is proper in this District as to Owlet pursuant to 28 U.S.C. § 1400(b). Defendant 

is a corporation registered in Delaware and thus resides in this District.  

10. Infringement is occurring within the State of Delaware and this District through 

Defendant’s distribution and sales of “smart” devices, such as the cameras and smart baby devices 

like the smart sock and smart sock 2 (the “Accused Products,” which are further defined below).   

11. Venue is further proper because Defendant has placed the Accused Products into the 

stream of commerce knowing or understanding that such products would be used in the United States, 

including in the District of Delaware. Defendant has manufactured, distributed, sold, and/or offered 

to sell the Accused Products to customers for use throughout this District.   

12. This Court has personal jurisdiction over Defendant at least because Defendant has 

made, used, offered to sell and sold the accused products within the District thus committing acts of 

infringement within the District, and placed infringing products into the stream of commerce 
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knowing or understanding that such products would be used in the United States, including in the 

District of Delaware. 

FACTUAL BACKGROUND 

Plaintiff Portus 

13. Portus is the original creator of the smart home. Portus pioneered the technology for 

viewing your home when you are away, as well as understanding and managing household energy 

use, so its users could live in more enjoyable, affordable homes. 

14. With Portus’ patented technology, users have the freedom to monitor and control their 

home from anywhere. 

15. With Portus’ patented technology, Portus enables a home to be safer and more 

efficient through a connected environment.  

16. As well as helping households, Portus facilitated utilities by providing insight into 

their customers’ energy use. The understanding of consumers’ energy demands the technology gives 

is invaluable to a household’s or company’s planning capacity and carbon constraints. 

17. Further, Portus’ technology facilitates utilities’ demand management by providing 

insight into their customers’ energy use. The understanding of consumers’ energy demands the 

technology gives is invaluable to companies’ planning capacity and carbon constraints.  

18. Initially founded in Australia, Portus moved to Singapore after winning equity 

funding through an investment arm of the Singapore government.  

19. Portus Singapore Pte Ltd. is the owner by assignment from the inventors, Charles 

Cameron Lindquist and Timothy John Lindquist, of all right, title, and interest in and to Portus is the 

owner, by assignment, of the two patents-in-suit:  U.S. Patent Nos. 8,914,526 (the ’526 Patent) 

attached as Exhibit A; and 9,961,097 (the ’097 Patent) attached as Exhibit B.  

20. Portus Pty Ltd. is the exclusive licensee of the ’526 and ’097 Patents. 
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21. Tim Lindquist, one of the Portus founders, is one of the inventors of the asserted 

patents and is recognized as an inventor of the Connected Home.  Tim was proclaimed as a pioneer 

of the Smart Grid by Smart Grid Today.  

The ’526 Patent 
 

22. Portus Singapore Pte Ltd. is the owner by assignment from the inventors, Charles 

Cameron Lindquist and Timothy John Lindquist, of all right, title, and interest in and to United States 

Patent Number 8,914,526 (the “’526 Patent”), titled “Local and Remote Monitoring Using a Standard 

Web Browser” including the right to sue for all past infringement.  

23. Portus Pty Ltd. is the exclusive licensee of the ’526 Patent. 

24. Attached to this Complaint as Exhibit A is a true and correct copy of the ’526 Patent. 

25. The ’526 Patent issued from United States Patent and Trademark Office application 

no. 09/868,417, which was based on a PCT application no. 99/01128, which was filed on December 

17, 1999.  That PCT application was based on Australian patent application (PP 7764) filed on 

December 17, 1998.  

26. The Patent Office issued the ’526 Patent on December 16, 2014, after a full and fair 

examination.  

27. The ’526 Patent is valid and enforceable. 

28. The ’526 Patent abstract describes a home security and control system for monitoring 

and controlling an external environment such as a home environment comprising: an Internet browser 

connectable to an external network, which includes but is not limited to an extranet; an external 

network located external to the home environment and accessible via the Internet browser; a 

communications server located in the external network and adapted to interconnect on demand with 

one of a series of connection gateways located in predetermined home environments; and a 

connection gateway located in the home environment adapted to control and/or monitor the operation 

Case 2:24-cv-00343-TS-JCB   Document 1   Filed 08/04/23   PageID.4   Page 4 of 36

https://ded-ecf.sso.dcn/cgi-bin/find_doc_by_pageid.pl?case_year=1999&case_num=09999&case_type=mc&case_office=1&page_id=1
https://ded-ecf.sso.dcn/n/cmecfservices/rest/file/finddoc?caseYear=1999&caseNum=09999&caseType=mc&caseOffice=1&docNum=678&docSeq=1
https://ded-ecf.sso.dcn/n/cmecfservices/rest/file/finddoc?caseYear=1999&caseNum=09999&caseType=mc&caseOffice=1&docNum=678&docSeq=1


5 
 

of at least one security device in the home environment; wherein upon accessing a predetermined 

address by the Internet browser on the external network, the communications server connects to a 

predetermined one of the connection gateways to control and/or monitor the operation of the security 

device.  

 

29. The inventors of the ’526 Patent, recognized that home automation and security 

systems had become more advanced and that the “[u]sers often have a common need to control and 

monitor such systems both locally and remotely.” ’526 Patent at 1:35-36.  However, despite the 

growing complexity of these systems, users “generally must resort to non-visual monitoring and 

control mechanisms for remote operation [such as] by telephone through codes entered via a 

telephone handset.”  Id. at 1:38-41.   
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30. The ’526 Patent provides several advantages over the prior art such as: a) allowing 

remote control of a home security system through operation of a website rather than through the 

cumbersome automated systems and choices provided via telephone; b) providing a geographically 

independent standard interface for remote connection to a home security system that is universally 

accessible and not platform or hardware dependent.   

31. A person of ordinary skill in the art at the time of the invention would have recognized 

that the steps (and combination of steps) claimed in the ’526 Patent were, at the time of invention, 

unconventional and describe remote monitoring of home security and automation systems in a way 

that, at the time of the invention, was not routine.   

32. A person of ordinary skill in the art at the time of the invention would have understood 

that, at the time of the invention, there was no conventional manner in which to use a web browser 

remotely to monitor and control home automation and security systems.  A skilled artisan, at the time 

of the invention, would have recognized the problem that such remote monitoring at the time of the 

invention could only be accomplished via cumbersome telephone-based input and automation 

systems. 

33. The ’526 Patent provides technical solutions to this problem not solved in the prior 

art.  The inventions disclosed in the ’526 patent achieves that “when a customer connects to their 

home, their home effectively appears to them as a website, with all devices, security and otherwise, 

accessible for monitoring and control.”  ’526 Patent at 2:49-52. 

34. A person skilled in the art at the time of the invention would have understood that the 

system of using an Internet browser; an external network external to the user premises and accessible 

via the Internet browser; a plurality of connection gateways that are part of the home network; and a 

communications server located in the external network and adapted to communicate on-demand with 
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the connection gateways was not, at the time of the invention, conventional, well-understood, nor 

routine.   

35. A person of ordinary skill in the art at the time of the invention would have understood 

that the system described in claim 57 of the ’526 Patent was not, at the time of the invention, 

conventional, well-understood, or routine. 

36. A person skilled in the art at the time of the invention would have understood that the 

claims recite steps and structural limitations operating in an unconventional manner to achieve an 

improved operation of home security and automation.   

37. These technological improvements provide greater cost savings and efficiencies in 

allowing remote monitoring of a home security and automation systems through a web browser.   

38. The novel use and arrangement of the specific system recited in the ’526 claims were 

not well-understood, routine, nor conventional to a person skilled in the relevant field at the time of 

the inventions.   

The ’097 Patent 
 

39.  Portus Singapore Pte Ltd. is the owner by assignment from the inventors, Charles 

Cameron Lindquist and Timothy John Lindquist, of all right, title, and interest in and to United States 

Patent Number 9,961,097 (the “’097 Patent”), titled “System for Remote Access of a User Premises” 

including the right to sue for all past infringement.  

40. Portus Pty Ltd. is the exclusive licensee of the ’097 Patent. 

41. Exhibit B is a true and correct copy of the ’097 Patent. 

42. The ’097 Patent issued from application no. 14/536,784 filed on November 10, 2014.  

43. The Patent Office issued the ’097 Patent on May 1, 2018, after a full and fair 

examination.  

44. The ’097 Patent is valid and enforceable. 
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45. The ’097 Patent provides several advantages over the prior art such as: a) allowing 

remote control of a home security system through operation of a website rather than through the 

cumbersome automated systems and choices provided via telephone; b) providing a geographically 

independent standard interface for remote connection to a home security system that is universally 

accessible and not platform or hardware dependent.  

46. A person of ordinary skill in the art at the time of the invention would have recognized 

that the steps (and combination of steps) claimed in the ’097 Patent were, at the time of invention, 

unconventional and describe remote monitoring of home security and automation systems in a way 

that, at the time of the invention, was not routine.   

47. A person of ordinary skill in the art at the time of the invention would have understood 

that, at the time of the invention, there was no conventional manner in which to use a web browser 

remotely to monitor and control home automation and security systems.  A skilled artisan, at the time 

of the invention, would have recognized the problem that such remote monitoring at the time of the 

invention could only be accomplished via cumbersome telephone-based input and automation 

systems. 

48. The ’097 Patent provides technical solutions to this problem not solved in the prior 

art.  By using a web browser so that “when a customer connects to their home, their home effectively 

appears to them as a website, with all devices, security and otherwise, accessible for monitoring and 

control.”  ’097 Patent at 2:64-67. 

49. A person skilled in the art at the time of the invention would have understood that the 

system of using an Internet browser; an external network external to the user premises and accessible 

via the Internet browser; a plurality of connection gateways that are part of the home network; and a 

communications server located in the external network and adapted to communicate on-demand with 
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the connection gateways was not, at the time of the invention, conventional, well-understood, nor 

routine.   

50. A person of ordinary skill in the art at the time of the invention would have understood 

that the system described in claim 1 of the ’097 Patent was not, at the time of the invention, 

conventional, well-understood, or routine. 

51. A person skilled in the art at the time of the invention would have understood that the 

claims recite steps and structural limitations operating in an unconventional manner to achieve an 

improved operation of home security and automation.   

52. These technological improvements provide greater cost savings and efficiencies in 

allowing remote monitoring of a home security and automation systems through a web browser.   

53. The novel use and arrangement of the specific system recited in the ’097 claims were 

not well-understood, routine, nor conventional to a person skilled in the relevant field at the time of 

the inventions.   

Defendant’s Infringing Products 

54. Owlet was founded in 2012 as a company focusing on the development of various 

connected consumer electronics devices, including for use with young children and babies.   

55. Owlet provides smart home solutions with products such as a series of smart cameras, 

such as the Owlet Cam, and smart wearables, like a smart baby sock and smart baby sock 2, which 

are sold together as a “Monitor Duo” and embody some of the Accused Products.   

56. The Accused Products are sold in combination with various other devices and include 

various models and series numbers—each of those variations is an Accused Product.  The Accused 

Products also include functionality whereby the Defendant is able to access and process the personal 

data of its users—users are required to agree to provide this information for the benefit of the 

Defendant in order to use the Accused Products.  
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57. By means of further illustration, the Owlet Accused Products are shown and described 

below.   
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58. The Owlet System provides an internet web portal and smartphone applications for 

monitoring camera and devices such as through https://app.owletcare.com/log-in and the Owlet App 

or Dream smartphone application (collectively, the “Owlet System Apps”).   
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https://app.owletcare.com/log-in  
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https://play.google.com/store/apps/details?id=com.owletcare.owletcare&hl=en_US&gl=US 
 

59. Owlet provided promotional and instructional videos promoting the Accused Products 

online on websites such as youtube.com. 
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https://www.youtube.com/watch?v=ZnJJuNAghNA 
 

 
https://www.youtube.com/watch?v=6wLh5xIVGaQ 
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60. The Owlet System includes Owlet servers that form a network (first network) located 

external to a user’s premises (home) and is accessible via an Internet browser (referred to as “Owlet 

External Network”). The Owlet External Network includes a plurality of communications servers 

with hardware processing circuitry (second hardware processing circuitry) (referred to 

interchangeably as “Owlet Communication Servers” or “Owlet Servers”).  

61. The Owlet System includes a plurality of devices, such as the Owlet Camera like the 

Owlet Camera, Smart wearables like the smart sock and smart sock 2 and the corresponding base 

station, some of which, like the Owlet Camera and base station, also serve as “Connection 

Gateways”.  The Owlet Connection Gateways, in normal operation are located in a user (home/office) 

premises and are part of a local (home/office) network in such premises (referred to as “Owlet Home 

Network”).  The Owlet Servers are configured to connect to the Owlet Connection Gateways.  

   
https://support.owletcare.com/hc/en-us/article_attachments/360008627432/Owlet_-
_SetupGuide.pdf  
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62. The Owlet Servers are adapted to interconnect on-demand with the Owlet Connection 

Gateways and are accessible via the Owlet System Apps.  

63. When an Owlet System App is used to access the Owlet External Network to monitor 

or control devices in the Owlet Home Network, authorization data is provided by the Owlet System 

App.  
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https://fccid.io/2AIEP-OBL3A/User-Manual/User-Manual-4797632.pdf  
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https://support.owletcare.com/hc/en-us/article_attachments/360008627432/Owlet_-
_SetupGuide.pdf  
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COUNT I – DIRECT PATENT INFRINGEMENT OF THE ’526 PATENT 

64. Portus re-alleges the foregoing paragraphs as if fully set forth herein. 

65. Defendant’s infringing Accused Products other remote security and automation 

control systems with the same or similar features and functionality that satisfy each element of one 

or more asserted claims.  

66. Defendant has directly infringed the ’526 Patent in violation of 35 U.S.C. § 271(a) by 

one or more of the following: (1) making the Accused Products which embody the patented 

inventions of at least claim 57 of the ’526 Patent, by combining all elements of the Accused Products 

as described above, in a manner that meets each limitation of at least claim 57 of the ’526 Patent; and 

(2) putting into service and by operating the Accused Products when all elements of such system are 

combined as described above, thus meeting each limitation of at least claim 57 of the ’526 Patent.  

67. The Accused Products satisfy various elements of the claims of the ’526 Patent, 

including certain devices that are Connection Gateways or networked components of the respective 

home network, or both.  

68. For example, through the Owlet Accused Products, Defendant infringe claim 57 of 

the ’526 Patent.  The Owlet Accused Products form a system for remote access of user premises 

networks in respective user premises, the system comprising:   

a. a first network (a) located external to said user premises (e.g., the Owlet External 
Network, which is located external to the user premises), (b) including a first arrangement 
of processing circuitry comprising at least one hardware processor programmed to control 
network access (e.g., the Owlet Servers have processors programmed to control network 
access through a username and password), and (c) including a hardware user access 
browser device that comprises a processor running an access browser (e.g., Owlet has a 
user interface accessible by a user through the Owlet System Apps); and 

b. a plurality of second arrangements of processing circuitry each comprising at least one 
hardware processor programmed to control network access, each of at least a subset of 
which is located in a respective one of the user premises and part of the respective user 
premises network of the respective user premises (e.g., the Owlet System includes a 
plurality of connection gateways, such as at least the Owlet Camera and Base Station); 
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c. wherein: 

d. said first circuitry arrangement is adapted by its programming to initiate an establishment 
of network connections to said second circuitry arrangements (e.g., the Owlet Servers are 
configured to connect to the Owlet Connection Gateways); 

e. the user access browser located on the first network is usable, by input of Uniform 
Resource Locators (URL), for locating and examining information on said first network 
and said user premises networks (e.g., the Owlet System is configured to be responsive to 
the input of a URL, when the Owlet External Network and an Owlet Server are accessed 
as a result of the input of the URL at the Owlet System Apps, the Owlet Server  provides 
Owlet System Apps information like images or videos); 

f. each of the at least the subset of second circuitry arrangements is accessible by the first 
circuitry arrangement (e.g., the Owlet Servers are configured to connect to the Owlet 
Connection Gateways); 

g. responsive to user-input of a URL in accordance with which said user access browser 
accesses a predetermined location on said first network to which address the URL 
corresponds, said first circuitry arrangement subsequently, by execution of its 
programming (e.g., the Owlet System is configured to be responsive to the input of a URL, 
at the Owlet System Apps, to access an address on the Owlet External Network, such that 
the Owlet System Apps provide authorization data):  

h. determines which one of said user premises networks in which one of said second 
circuitry arrangements is located authorization data indicates authority to at least one of 
monitor and control (e.g., when an Owlet System App is used to access the Owlet External 
Network to monitor or control devices in the Owlet Home Network, authorization data is 
provided by the Owlet System App): and 

i. initiates an establishment of a network connection to said one of said second circuitry 
arrangements to create a new communications session for a temporary interconnection 
between said first network and said determined one of said user premises networks to at 
least one of control and monitor operation of at least one of the one or more devices of 
said user premises network, by which communications session the first network (e.g., the 
Owlet Server creates a new communications session between itself and the Owlet 
Connection Gateway in a user’s home network that was determined to be indicated by the 
authorization data.  In normal operation of the Owlet System, the new communications 
session is used to at least monitor or control at least one service or networked component 
in user’s home network): 

j. obtains information contained within the user premises network from the second circuitry 
arrangement of the determined user premises network (e.g., after the new communications 
session is created, the Owlet External Network obtains/receives information contained 
within the determined a user’s home network from the Owlet Connection Gateway (for 
example, from one of the networked components)); and 
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k. using a web server, serves to the user access browser the information from the second 
circuitry arrangement of the determined user premises network (e.g., the system provides 
such information to the Owlet System Apps); 

l. the communications session provides a seamless access to information stored on said 
determined one of said user premises networks from said user access browser (e.g, the 
system stores such information from the Owlet System Apps for subsequent review by a 
user without requiring the user to provide the authentication data); and 

m. the at least one of control and monitoring of the at least one device using the first circuitry 
arrangement is possible only by interaction with information served by said one of said 
second circuitry arrangements (e.g., the Owlet devices may only be remotely controlled 
and monitored by providing information from the device to the Owlet External Network). 

69. Defendant’s other Accused Products infringe based on similar functionality as the 

Owlet Accused Products.  

70. Defendant conditions use of the remote access features of the Accused Products and 

its customers’ receipt of a benefit upon performance of the limitations of the asserted claims in the 

Asserted Patents, and Defendant establish the manner or timing of that performance.  Defendant 

requires that a user agree to terms and conditions that allow Defendant to track content, use, and 

performance information of user and the Accused Products. For example, users must agree to allow 

Owlet to access their personal data: “By using the Products, you agree that we can use the personal 

information you provide in accordance with the terms of our Privacy Policy.” 

https://shop.owletcare.com/pages/terms. The Privacy Policy states that Owlet collects personal 

information about a user and their child: “When you use our Products or our Services, we may collect 

information about you or your baby, including [images you upload, success stories and other content 

you upload or provide us, your child’s first names and health condition, and demographic 

information, such as gender, race, or similar information, baby heart rate, average oxygen, oxygen 

saturation, room temperature, room humidity, baby movement, sleep and wake window.” The 

Privacy Policy goes to describe all of the different ways Owlet uses and shares its customers 

information. This is available at: https://www.owletcare.com/privacy-policy.  
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71. The Accused Products, when combined and used as described above, satisfy each and 

every element of each asserted claim of the ’526 Patent either literally or under the doctrine of 

equivalents.  

72. Defendant’s infringing activities are and have been without authority or license under 

the ’526 Patent.  

73. The preceding discussion of claim 57 in the ’526 Patent serves as an example only. 

The Accused Product infringes other claims in the ’526 Patent upon same or similar grounds. Portus 

reserves its right to identify additional claims and additional infringing products as supported by 

discovery in the case. 

74. As a result of Defendant’s unlawful infringement of the ’526 Patent, Portus has 

suffered and will continue to suffer damage.  Portus is entitled to recover from Defendant the 

damages suffered by Portus as a result of Defendant’s unlawful acts of infringement.  

75. On information and belief and at a minimum, Defendant has been aware of their 

infringement of ’526 Patent since 2016 when they were contacted by a representative of the Plaintiffs 

and provided with infringement claim charts.  

76. Given Defendant’s prior knowledge of the ’526 Patent and their own infringement of 

the same, Defendant has induced their users’ and contributed to their users’ direct infringement of 

one or more claims of the ’526 Patent through the Defendant’s advertisements, instructions, advice, 

and guidance as provided by user manuals and instructions, the Defendant’s websites, and 

Defendant’s support and help services. 

77. Moreover, Defendant’s infringement has been willful and egregious.  Because of 

Defendant’s willful and egregious infringement, Portus is entitled to enhanced damages, in the form 

of treble damages, under 35 U.S.C. § 284. 
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78. To the extent Defendant did not learn of the ’526 Patent and their infringement before 

the filing of this complaint by virtue of its monitoring of prior art and published patents and 

communications from Portus and its agents, Defendant was willfully blind to their infringement of 

the ’526 Patent. 

79. Furthermore, because Defendant’s infringement of the ’526 Patent is willful, this 

action is “exceptional” within the meaning of 35 U.S.C. § 285, entitling Portus to its attorneys’ fees 

and expenses.  

COUNT II – INDIRECT PATENT INFRINGEMENT OF THE ’526 PATENT 
 
80. Plaintiffs reallege and incorporate by reference the allegations set forth above, as if 

set forth verbatim herein. 

81. Owlet also has infringed, and continues to infringe, at least claim 57 of the ’526 patent 

by actively inducing others to use, offer for sale, and sell the Accused Products. Owlet’s users, 

customers, agents or other third parties who use those devices in accordance with Owlet’s instructions 

infringe claim 57 of the ’526 patent, in violation of 35 U.S.C. § 271(b).  

82. Owlet knows that the Accused Products are especially designed for and marketed 

toward infringing use by Owlet’s customers, to implement smart home solution features. Owlet 

induced, caused, urged, encouraged, aided and abetted its direct and  indirect customers to make, use, 

sell, offer for sale and/or import one or more of the Accused Products. Owlet provides step-by-step 

instructions for installation, setup, and use of the Accused Products to infringe, either literally or 

under the doctrine of equivalents, at least claim 57 of the ‘526 patent. These instructions are provided 

by Owlet as user manuals and online content made available by Owlet through its website and other 

online locations. Such conduct by Owlet was intended to and actually did result in direct infringement 

by Owlet’s direct and indirect customers, including the making, using, selling, offering for sale and/or 

importation of the Accused Products in the United States. Owlet knows that its customers are 
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infringing by performing the steps of claim 57 because it operates the servers and cloud that store the 

data and information and communicate with the user devices. 

83. Owlet contributes to the infringement of at least claim 57 of the ‘526 patent by its 

customers and end users of at least the Accused Products and is therefore liable for indirect 

infringement under 35 U.S.C. § 271(c). The Accused Products are especially designed for controlling 

and monitoring use of smart home devices in the manner described above. Upon information and 

belief, the Accused Products have no substantial non-infringing use, as they are specifically designed 

and marketed for use by customers for controlling and monitoring use of smart home devices. Setup 

and use of the Accused Products by Owlet’s customers in the manner constitutes direct infringement, 

either literally or under the doctrine of equivalents, of at least claim 57 of the ‘526 Patent.  Owlet 

knows that its customers are infringing by performing the steps of claim 57 because it operates the 

servers and cloud that store the data and information and communicate with the user devices. 

84. By way of further examples of Owlet’s intent to infringe, Owlet intentionally instructs 

customers to infringe through training videos, demonstrations, brochures and user guides. For 

example, as shown in the myriad examples above (see paragraphs 57-66 and 72), Owlet has published 

in its instructional and marketing materials instances of Owlet using the Accused Products.  In 

paragraph 58, Portus has provided screenshots from an Owlet video posted on YouTube showing 

Owlet’s own use of the Accused Products through an Owlet System App on a smartphone.  Likewise, 

in paragraphs 57 and 59, Portus has included snippets from Owlet’s own publications showing its 

use of the Accused Products through Owlet System Apps and access browsers on smartphones, 

tablets, and computers. Again, in paragraph 62, Portus has provided a snippet from Owlet’s 

promotional and instructional materials showing its use of the Accused Products through Owlet 

System Apps and access browsers on a smartphone and an Owlet Access Browser Device.   
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85. Owlet has been on notice of its infringement of the ’526 patent since at least 

November 2016. Owlet received and responded to a notice letter from Portus, alerting it of 

infringement by the Accused Products.  In the notice letter, Portus included a detailed claim chart 

setting forth its infringement accusations for the camera system, which was representative of other 

infringing products. Thus, there is no doubt that Owlet received the notice letter from Portus, and it 

was clearly aware of patents-in-suit and on notice of its own infringement. 

86. By the time of filing the original complaint in this lawsuit, Owlet knew and intended 

that its continued actions would actively induce and contribute to the infringement of at least claim 

57 of the ’526 patent, and Owlet is thereby liable for infringement of the ’526 patent under 35 U.S.C. 

§ 271(b) and (c).  

COUNT III – DIRECT PATENT INFRINGEMENT OF THE ’097 PATENT 
 

87. Plaintiffs reallege and incorporate by reference the allegations set forth above, as if 

set forth verbatim herein.  

88. Defendant’s infringing Accused Products and other remote security and automation 

control systems with the same or similar features and functionality that satisfy each element of one 

or more asserted claims.  

89. Defendant has directly infringed the ’526 Patent in violation of 35 U.S.C. § 271(a) by 

one or more of the following: (1) making the Accused Products which embody the patented 

inventions of at least claim 1 of the ’097 Patent, by combining all elements of the Accused Products 

as described above, in a manner that meets each limitation of at least claim 1 of the ’097 Patent; and 

(2) putting into service and by operating the Accused Products when all elements of such system are 

combined as described above, thus meeting each limitation of at least claim 1 of the ’097 Patent.  
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90. For example, through the Owlet Accused Products, Defendant infringes claim 1 of the 

’097 Patent.  The Owlet Accused Products form a system for remote access of a user premises 

comprising: 

a. a first hardware processing circuitry running an access browser module (e.g., the Accused 
Products utilizes an access browser hardware device including a processor to access the 
internet through the Owlet System Apps); 

b. a second hardware processing circuitry located in a first network (e.g., the Accused 
Products include a second processor in the Owlet External Network that is located 
external to the user premises); and 

c. a connection gateway that is located in, and is part of a local network of, the user premises 
(the Accused Products include a plurality of connection gateways (e.g., Owlet connection 
gateways, such as the Owlet Camera and base station) each comprising at least one 
hardware processor and each of at least a subset of which is located in a respective one 
of the user premises and is part of the respective home network of the respective user 
(e.g., connected to the home network via Ethernet); 

d. wherein: 

e. the second hardware processing circuitry is external to the user premises, is accessible via 
the access browser module, and is configured to communicate on-demand with the 
connection gateway (e.g., the Accused Product includes a communications server (e.g., 
Owlet Servers) comprising at least one hardware processor and located in said external 
network and adapted to interconnect on-demand with said connection gateways (e.g., 
users are able to access their devices through the Owlet System Apps)); 

f. the connection gateway is integrated with or communicatively coupled to one or more 
networked components of the local network of the user premises (e.g., the connection 
gateways are accessible by the external network and are integrated with networked 
components (e.g., a user’s Owlet devices) of the respective home network); and 

g. the system is configured such that user-input of a Uniform Resource Locator (URL), in 
accordance with which the first hardware processing circuitry, using the access browser 
module, accesses an address on the first network, begins a sequence in which the second 
hardware processing circuitry responsively serves to the first hardware processing 
circuitry, via the access browser module, information regarding at least one of the one or 
more networked components of the local network, which information the second 
hardware processing circuitry obtains from the connection gateway without a direct 
communicative coupling between the second hardware processing circuitry and the at 
least one networked component of the local network (e.g., the Defendant’s web 
application is responsive to user-input of a Uniform Resource Locator (URL) (e.g., when 
accessing Owlet System Apps and the Owlet applications) in accordance with which said 
app accesses a predetermined address on said external network to which the URL 
corresponds, in which accessing said app provides information (e.g., videos) contained 
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within the home network from the connection gateway of the determined home network 
and Owlet’s servers or external network are not directly communicatively coupleable to 
a user’s Owlet devices (e.g., certain Owlet devices only communicate through connection 
gateways); in which accessing said app provides authorization data to the external 
network (e.g., a login and password));  

h. wherein the sequence includes the first hardware processing circuitry transmitting to the 
second hardware processing circuitry authentication data indicating authority to access 
the at least one networked component of the local network, the transmission of the 
authentication data being required for the serving of the information to the first hardware 
processing circuitry (e.g., the connection gateways for the Accused Products require that 
the user first provide authentication data in which accessing said app provides 
authorization data to the external network to access the networked components), and 
wherein: 

i. the user premises is one of a plurality of user premises (e.g., Defendant’s Accused 
Products serve multiple users and multiple premises); 

j. the connection gateway is one of a plurality of connection gateways, each of which is 
located in, and is part of a respective local network of, a respective one of the plurality of 
user premises, and to each of which the second hardware processing circuitry is 
configured to connect(e.g., Defendant’s Accused Products serve multiple users and 
multiple premises, which each include at least one connection gateway located in and 
connects to a respective local network of the premises); and 

k. the sequence further including the second hardware processing circuitry determining 
which one of the local networks the authentication data indicates authority to access (e.g., 
Defendant’s server is configured to use the user’s login credentials to determine which 
home network is the user’s home network and is further configured to provide 
authorization data to allow the user to access devices in the user’s home network); 

l. the sequence further including the second hardware processing circuitry establishing a 
new communication session between the first hardware processing circuitry and the 
connection gateway of the respective local network that the authentication data indicates 
authority to access upon verification of the authentication data (e.g., Defendant’s servers 
create a new communications session between the external network and one of the Owlet 
Connection Gateways to monitor operation of the Owlet devices contained within the 
home network, which is determined based on the authentication); and 

m. wherein the second hardware processing circuitry receives, via the connection gateway, 
selected information from at least one of the networked components of the local network 
of the user premises, and stores the selected information in the first network for 
subsequent review by a user associated with the user premises, without requiring the user 
to provide the authentication data (e.g., in the Accused Products, information from the 
Owlet devices, such as video data, is stored in the first network, which may then be 
reviewed by a user associated with the user premises without requiring the user to provide 
the authentication data (e.g., a user in the first network may by automatically logged in 
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to the Accused Products without having to subsequently enter their login information)); 
and 

n. wherein the authority to access the at least one networked component of the local network 
by transmitting the authentication data also provides authority to access and review the 
previously stored selected information in the first network via the access browser module 
(e.g., the Owlet user app and Owlet servers communicate such that authority is provided 
to access an Owlet device in a local network and review the previously stored selected 
information via authentication data).  

91. Defendant’s other Accused Products infringe based on similar functionality as the 

Owlet Accused Products.  

92. Defendant conditions use of the remote access features of the Accused Products and 

its customers’ receipt of a benefit upon performance of the limitations of the asserted claims in the 

Asserted Patents, and Defendant establish the manner or timing of that performance.  Defendant 

requires that a user agree to terms and conditions that allow Defendant to track content, use, and 

performance information of user and the Accused Products. For example, users must agree to allow 

Owlet to access their personal data: “By using the Products, you agree that we can use the personal 

information you provide in accordance with the terms of our Privacy Policy.” 

https://shop.owletcare.com/pages/terms. The Privacy Policy states that Owlet collects personal 

information about a user and their child: “When you use our Products or our Services, we may collect 

information about you or your baby, including [images you upload, success stories and other content 

you upload or provide us, your child’s first names and health condition, and demographic 

information, such as gender, race, or similar information, baby heart rate, average oxygen, oxygen 

saturation, room temperature, room humidity, baby movement, sleep and wake window.” The 

Privacy Policy goes to describe all of the different ways Owlet uses and shares its customers 

information. This is available at: https://www.owletcare.com/privacy-policy.  

93. The Accused Products satisfy each and every element of each asserted claim of the 

’097 Patent either literally or under the doctrine of equivalents.  
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94. Defendant’s infringing activities are and have been without authority or license under 

the ’097 Patent.  

95. The preceding discussion of claim 1 in the ’097 Patent serves as an example only. The 

Accused Product infringes other claims in the ’097 Patent upon same or similar grounds. Portus 

reserves its right to identify additional claims and additional infringing products as supported by 

discovery in the case. 

96. As a result of Defendant’s unlawful infringement of the ’097 Patent, Portus has 

suffered and will continue to suffer damage.  Portus is entitled to recover from Defendant the 

damages suffered by Portus as a result of Defendant’s unlawful acts of infringement.  

97. On information and belief and at a minimum, Defendant has been aware that the 

claims in the application that became the ’097 Patent were allowed before the filing of this complaint.   

98. On information and belief, given Defendant’s prior knowledge of the ’097 Patent and 

their own infringement of the same, Defendant has induced their users’ and contributed to their users’ 

direct infringement of one or more claims of the ’097 Patent through the Defendant’s advertisements, 

instructions, advice, and guidance as provided by user manuals and instructions, the Defendant’s 

websites, and Defendant’s support and help services. 

99. Moreover, on information and belief, Defendant’s infringement has been willful and 

egregious.  Because of Defendant’s willful and egregious infringement, Portus is entitled to enhanced 

damages, in the form of treble damages, under 35 U.S.C. § 284. 

100. Because of Defendant’s willful and egregious infringement, Portus is entitled to 

enhanced damages, in the form of treble damages, under 35 U.S.C. § 284. 

101. To the extent Defendant did not learn of the ’097 Patent and their infringement before 

the filing of this complaint by virtue of its monitoring of prior art and published patents and 
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communications from Portus and its agents, Defendant was willfully blind to their infringement of 

the ’097 Patent. 

102. Furthermore, because Defendant’s infringement of the ’097 Patent is willful, this 

action is “exceptional” within the meaning of 35 U.S.C. § 285, entitling Portus to its attorneys’ fees 

and expenses.   

JURY DEMAND 

103. Portus hereby demands a trial by jury. 

PRAYER 

WHEREFORE, Portus prays for judgment in its favor and against Defendant as follows: 

a. A judgment that Defendant has infringed, directly or indirectly, either literally or 

under the doctrine of equivalents, one or more claims of the Asserted Patents; 

b. An award of damages adequate to compensate for the infringements, but in no event 

less than a reasonable royalty made for use of the inventions of the Asserted Patents, 

together with interest and costs as determined by the Court, and an accounting of all 

infringing acts including, but not limited to, those acts not presented at trial; 

c. An award of enhanced damages under 35 U.S.C. § 284, in the form of treble damages; 

d. An award of on-going royalties for any continuing or future infringement of the claims 

of the Asserted Patents; 

e. An award of Plaintiff’s reasonable attorneys’ fees, costs, and expenses pursuant to 35 

U.S.C. §§ 284 and 285 or as otherwise permitted by law; 

f. Such other and further relief at law or in equity as the Court determines is just and 

proper. 
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Dated: August 4, 2023 STAMOULIS & WEINBLATT LLC 
 

/s/ Richard C. Weinblatt  
Stamatios Stamoulis (#4606) 
Richard C. Weinblatt ( #5080) 
800 N. West Street, Third Floor 
Wilmington, DE 19801 
(302) 999-1540 
stamoulis@swdelaw.com 
weinblatt@swdelaw.com 
 
Manoj S. Gandhi (pro hac vice to be filed) 
CLAYTON, MCKAY & BAILEY, PC 
1919 Decatur St. 
Houston, TX 77007 
Phone: (832) 782-4964 
manoj@cmblaw.com 
 
ATTORNEYS FOR PLAINTIFFS 
PORTUS SINGAPORE PTE LTD AND 
PORTUS PTY LTD 
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